
RFP for Implementation of Campus W i -Fi Project, Government of Bihar  

1 | P a g e 
 

 

REQUEST FOR PROPOSAL  

For  

Implementation of Wi -Fi Project in the Campuses of 

Government Universities, Constituent Colleges and other 

Premier Academic Institutions of the State  

TENDER No. BSEDC/3015/16. Dated 13.05.2016                              

 

 

 

 

 

 

 
 
 

Bihar State Electronics Development Corporation Limited  

(A Government of Bihar Undertaking)  

BELTRON Bhawan , Shashtri Nagar ,Patna , Bihar  

Tel No: - 0612 -2281242 , 0612 -2281857  

Fax No: - 0612 -2281857  

E-mail: rajranjan @beltron .in  

Web Site: - www.beltron.in  

 

 

 

 

 



RFP for Implementation of Campus W i -Fi Project, Government of Bihar  

2 | P a g e 
 

Disclaimer  
The information contained in this Tender or subsequently provided to bidders, whether verbally 

or in documentary or any other form by or on behalf o f the BSEDC or any of its employees or 

advisers, is provided to bidders on the terms and conditions set out in this Tender and such other 

terms and conditions subject to which such information is provided. This Tender is issued by the 

BSEDC. This Tender is not an agreement and is neither an offer nor invitation by the BSEDC  to 

the prospective bidders or any other person. The purpose of this Tender is to provide interested 

parties with information that may be useful to them in the formulation of their Bid p ursuant to 

this Tender. This Tender includes statements, which reflect various assumptions and assessments 

arrived at by the BSEDC in relation to the Wi-Fi Project in the Campuses of Government 

Universities, Constituent Colleges and other Premier Academic Institutions of the State . Such 

assumptions, assessments and statements do not purport to contain all the information that each 

Applicant may require. This Tender may not be appropriate for all persons, and it is not possible 

for the BSEDC, its employees or advisers to consider the objectives, technical expertise and 

particular needs of each party who reads or uses this Tender. The assumptions, assessments, 

statements and information contained in this Tender, may not be complete, accurate, adequate 

or correct. Each Applicant should, therefore, conduct its own investigations and analysis and 

should check the accuracy, adequacy, correctness, reliability and completeness of the 

assumptions, assessments and information contained in this Tender and obtains independent 

advice from appropriate sources. Information provided in this Tender to the bidders is on a wide 

range of matters, some of which depends upon interpretation of law. The information given is not 

an exhaustive account of statutory requirements and should not be regarded as a complete or 

authoritative statement of law. The BSEDC accepts no responsibility for the accuracy or otherwise 

for any interpretation or opinion on the law expressed herein. The BSEDC  its employees and 

advisers make no representation or warranty and shall have no liability to any person including 

any Applicant under any law, statute, and rules or regulations or tort, principles of restitution or 

unjust enrichment or otherwise for any loss, damages, cost or expense which may arise from or 

be incurred or suffered on account of anything contained in this Tender or otherwise, including 

the accuracy, adequacy, correctness, reliability or completeness of the Tender and any 

assessment, assumption, statement or information contained therein or deemed to form part of 

this Tender or arising in any way in this Selection Process. The BSEDC also accepts no liability of 

any nature whether resulting from negligence or otherwise however caused arising from reliance 

of any Bidder upon the statements contained in this Tender. The BSEDC may in its absolute 

discretion, but without being under any obligation to do so, update, amend or supplement the 

information, assessment or assumption contained in this Tender. The issue of this Tender does 

not imply that the BSEDC  is bound to select an Bidder or bidders, as the case may be, for the 

selection of campus Wi-Fi solutions and the BSEDC  reserves the right to reject all or any of the 

Proposals without assigning any reasons whatsoever. The Bidder shall bear all its costs associated 

with or relating to the preparation and submission of its Proposal including but not limited to 

preparation, copying, postage, delivery fees, expenses associated with any demonstrations or 

presentations which may be required by the BSEDC or any other costs incurred in connection 

with or relating to its Proposal. All such costs and expenses will remain with the Bidder and the 

BSEDC  shall not be liable in any manner whatsoever for the same or for any other costs or other 

expenses incurred by a Bidder in preparation or submission of the Bid, regardless of the conduct 

or outcome of the Selection Process.    
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Abbreviations  

Abbreviation  Description  
BSDC  Bihar State Data Centre 
BoM  Bill of Material  
CAPEX  Capital Expenditure  
CCC Central Control Center 
EMD  Earnest Money Deposit 
FAT  Final Acceptance Test 
HDPE  High Density Polyethylene 
ITES  Information Technology Enabled Services 
INR  Indian Rupee 
ISP  Internet Service Provider  
OEM  Original Equipment Manufacturer  
OPEX  Operating Expenditure  
SI  System Integrator 
SLA  Service Level Agreement 
UAT  User Acceptance Testing. 
UPS  Uninterrupted Power Supply  
VAT  Value Added Tax 
VPN  Virtual Private Network  
Wi -Fi  Wireless Fidelity  
BSEDC  Bihar State Electronics Development Corporation  Limited  
IT  Information Technology  
RFP  Request for Proposal 
DPR  Detailed Project Report 
UL  Unified License 
ISP  Internet Service Provider  
IPG  Internet Payment Gateway 
GOB  Government of Bihar  
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1 Introduction  
Department of Information Technology, Government of Bihar has decided to provide internet 

connectivity using Wi-Fi network in the campus of Government Universities, Constituent Colleges 

and other premier academic institutions  of the State of Bihar . The solution is to provide hotspot 

based Wi-Fi internet service (secured & filtered) with indoor as well as outdoor access points in 

each campus.  

Bihar State Electronics Development Corporation Limited  (BSEDC), also known as BELTRON, is 

a State Designated Agency for IT & e-Governance Projects. BSEDC is a Govt. of Bihar undertaking 

engaged in businesses related to Electronics, Computer goods and IT services. BSEDC is the nodal 

agency for the project. 

The campus Wi-Fi project aims to provide internet connectivity u sing Wi-Fi hotspots to the 

students, teaching staff, non-teaching staff and guest visitors the campus of Government 

Universities, Constituent Colleges and other premier academic institutions of the State of Bihar . 

There would be landing page post login which would host links to educational resources available 

over the internet for easy access by the students.  

In this regard BSEDC invites bids from the interested and eligible Agencies for providing a 

comprehensive solution towards Supply, Installation, Test ing, Commissioning, Management & 

Maintenance of Wi-Fi services (wireless equipment, network switches, UPS and necessary 

accessories) in all campus of Government Universities, Constituent Colleges and other premier 

academic institutions of the State of Bihar for 5 (Five) years as mentioned in the Annexure 

Bidders are advised to study this RFP document carefully before submitting their proposals in 

response to this Notice. Submission of proposal in response to this notice shall be deemed to have 

been done after careful study and examination of this document with full understanding of its 

terms, conditions and implications. Failure to furnish all information required as mentioned in 

the RFP documents or submission of a proposal not substantially responsive to the RFP 

documents in every respect will be at the Bidder's risk and may result in rejection of the proposal. 

Any Bidder can submit only one RFP response. In the event, a bidder is found part of more than 

one Bid; all the RFP Responses involving the particul ar bidder  will be summarily rejected.  
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2 Definitions  
#  Term  Definition  

1 Agreement/ Contract  The Agreement entered between the BSEDC and the Agency 

including all attachments, schedules, annexure thereto and 

all documents incorporated by reference therein and all 

amendments, corrigendum /corrigenda, changes thereto 

2 Department  The Department of Information Technology, Govt. of Bihar  

3 Bidder The use of the term ñBidderò in the Tender means the Single 

Agency or the Lead Member of the consortium of firms not 

exceeding 2 (including the prime bidder)  

4 Bid/Proposal  Offer by the Bidder to fulfil the requirement of the Client 

under the RFP/Contract for an agreed price. It shall be a 

comprehensive technical and commercial response to the 

Tender 

5 Confidential 

Information  

All information (whether in written, oral, electronic or other 

format) which relates to the technical, financial and business 

affairs, dealers, suppliers, products, developments, 

operations, processes, data, trade secrets, design rights, 

know-how, plans, budgets and personnel of each stakeholder 

and its affiliates which is disclosed to or otherwise learned by 

the other Party in the course of or in connection with this 

Agreement (including without limitation such information 

received during negotiations, location visits and meetings in 

connection with this Agreement);  

6 Consortium The consortium consist of multiple members (not more than 

2 parties including the lead bidder) entering into a 

Consortium Agreement for a common objective of satisfying 

the BSEDC requirements & represented by Lead Member of 

the consortium  

7 Deliverables Products, infrastructure and services agreed to be delivered 

by the Bidder in pursuance of the agreement as defined more 

elaborately in the RFP Implementation and the Maintenance 

phases and includes all documents related to the user 

manual, technical manual, design, process and operating 

manuals, service mechanisms, policies and guidelines (such 

as security related, etc.), inter alia payment and/or process 

related etc., source code and all its modifications; 

8 Go-Live The date of commencement of Operations and Maintenance 

phase after the successful completion of each Phase (FAT and 

acceptance of the overall solution by the BSEDC) 

9 Intellectual Property 

Rights 

All righ ts in written designs and copyrights, moral rights, 

rights in databases and Bespoke Software / Pre-existing work 

including its up -gradation systems and compilation rights 
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#  Term  Definition  

(whether or not any of these are registered and including 

application for registratio n);  

10 Performance Security Unconditional guarantee provided by the Bidder from a 

Nationalized Bank in favor of the BSEDC for 5% of the 

Contract value 

11 Project 

Implementation  

Project Implementation as per the testing standards and 

acceptance criteria prescribed by BSEDC or its nominated 

agencies; 

12 Request for Proposal/ 

Tender Document 

Written solicitation that conveys to the Bidder, requirements 

for products/ services that the BSEDC intends to buy and 

implement  

13 SLA The level of service and other performance criteria which will 

apply to the Services delivered by the Bidder; 

Performance and Maintenance SLA executed as part of this 

Master Service Agreement; 

14 Successful Bidder The bidder who is qualified & successful in the bidding 

process and is given the award of Contract and will be referred 

to as System Integrator(SI)/Implementation Agency  

15 Warranty  Warranty is for a period of sixty months from the date of 'Go -

Live'  
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3 Schedule of Bid Process 
S. No  Information  Details  
1.  RFP No. and Date Tender NIT No. BSEDC/3015/16, Dated 

: 13/05/16  
2.  Last date for submission of written queries 

for clarifications  
31.05.2016  
Email : rajranjan @beltron.in  

3.  Date of  pre-bid conference 02.06.2016 
4.  Bid validity period  180 days from the last date (deadline) 

for submission of proposals. 
5.  Non Refundable Tender Fee/ Cost INR. 25,000 only (Rupees Twenty Five  

thousand only) payable online through 
e-Procurement 

6.  Earnest Money Deposit (EMD/Bid 
Security) 

INR 20,000,000 only (Rupees two 
crores only) through online payment in 
eproc site or DD/Bank Guarantee from 
a scheduled bank in India and payable 
at Patna in favor of BSEDC 

7.  Last date (deadline) for submission of bids 20.06.2016 @ 1500 hrs 
8.  Opening of General Bids 21.06.2016 @ 1600 hrs 
9.  Technical Bid Opening & Technical 

Presentation by the Successful Bidders 
ñWill be intimated laterò 

10.  Place, Time and Date of opening of 
Financial proposals received in response to 
the RFP notice 

ñWill be intimated laterò 

11.  Contact person for queries Raj Ranjan 
BELTRON Bhawan , Shashtri Nagar 
,Patna , Bihar 
Tel No:- 0612-2281242, 0612-2281857 
Fax No: - 0612-2281857 
E-mail: rajranjan @beltron .in 

12.  Addressee and address at which proposal 
or any supporting/original bank guarantee 
etc. in response to RFP notice is to be 
submitted:  
 

Managing Director  
BSEDC Ltd, BELTRON Bhawan, 
Shashtri Nagar, Patna, Bihar 
Tel No:- 0612-2281242, 0612-2281857 
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4 Key Information  
The broad objectives of the project could be described as follows: 

Å To provide internet connectivity using Wi -Fi hotspots to the students, teaching staff,  

           non-teaching staff and guest visitors in the listed universities as well as constituent college  

           campuses.  

Å The users shall keep in pace with the modern technology. 

Å Wi Fi solution shall help students improve their performance, increase t heir productivity  

            and overall make college easier. 

The Needs and Expectations of the Stakeholders benefited from this project are: 

Stakeholder  Needs/ Expectations  

Users  -
Students, 
Teaching 
Faculty, Non -
Teaching Staff 
,Guests/Visitors  

¶ User of the campus Wi-Fi facility  

Implementing  
& Maintenance 
Agency  
 

¶ Design the Technical solution  

¶ Procurement & Commissioning of Hardware  

¶ Implement the envisaged solution  

¶ Upkeep the equipment and operate & maintain the network  

¶ Build and Operate the Command Centre 

¶ Obtain clearances/ approvals from appropriate authorities  

¶ Post implementation operations & maintenance  

¶ User management system 

¶ Adhere to regulatory compliances 

¶ Adhere to defined SLA 

BSEDC  ¶ Financing the project  

¶ Analysis and approval of DPR and RFP for implementation of campus 

Wi-Fi services across the campuses of Govt. Universities, constituent 

colleges and other Premier Academic Institutions of the State.  

¶ Approval and release of payments for implementation of campus Wi-

Fi services 

¶ Take appropriate steps for legal and statutory approvals required 

¶ Make provisions for monitoring and management of the campus Wi -

Fi services on a 24x7 basis. 

Project 
Consultant & 
Project 
Management 
Unit  
 

¶ Preparing Detailed Project Report (DPR) for implementation of Wi -Fi 

services across the Universities and constituent colleges. 

¶ Implementation monitoring of the Project including freezing of 

Technical Specifications, Coverage, preparation of the RFP, tender 

evaluation for selection of the executor agency 
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Stakeholder  Needs/ Expectations  

¶ To oversee the implementation of the campus Wi-Fi Project. 

¶ Draft the Master Service Level Agreement for the Selected Bidder 

regarding operation & maintenance of the campus Wi-Fi Project and 

oversee the post implementation & operation of the campus Wi-Fi 

Project for a minimum period of 5 years.  

¶ Helping BSEDC to prepare the security policies 

¶ Assist in the FAT of the envisaged & implemented solution 

¶ Monitor ing the Wi-Fi Project for SLA monitoring and data analytics 

after implementation.  

College / 
University 
Management  

¶ Provide necessary infrastructure and support 

¶ Appointment of Nodal officer  

¶ Providing the user data. 

¶ Required approval and necessary permissions to laying of cables and 

installation of equipment in the college / University cam pus. 
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5 Instructions to Bidders  
5.1 General Instructions  
While every effort has been made to provide comprehensive and accurate background 

information and requirements and specifications, Bidders are free to assess and propose the 

solution needed to meet the requirements. All information supplied by Bidders may be treated as 

contractually binding on the Bidders, on successful award of the assignment by the BSEDC on the 

basis of this RFP. 

No commitment of any kind, contractual or otherwise shall exist unless and until a formal written 

contract has been executed by or on behalf of the BSEDC. Any notification of preferred bidder 

status by the BSEDC shall not give rise to any enforceable rights by the Bidder. The BSEDC may 

cancel this public procurement at any time prior to a formal written contract being executed by or 

on behalf of the BSEDC without giving any reason.  

This RFP supersedes and replaces any previous public documentation & communications, and 

Bidders should place no reliance on such communications. 

5.2 e- Procurement related instructions  
BSEDC now invites proposals from interested eligible bidders through e -procurement process for 

ñTurnkey project for Supply, Installation, Commissioning and Maintenance of Wi-Fi Project in 

the Campuses of Government and Universities, Constituent Colleges and other Premier Academic 

Institutions of the Stateò.  

The bidder shall submit his response through Bid submission to the tender on e-Procurement 

portal at www.eproc.bihar.gov.in by the procedure given below: 

(A)  The bidder must have the DSC/PKI and user id of the e-procurement website before 

participated in the e -tendering process. The bidder may use their DSC/PKI if they already 

have the DSC/PKI. They can also take it from any of the authorized agencies or they may 

contact on our e-procurement help desk. For user id they can get registered on e-

procurement website www.eproc.bihar.gov.in by paying annual registration fee. Offline bids 

shall not be entertained by the Tender Inviting Authority for the tenders published in e -

procurement platform.  

(B)   The bidders shall submit their eligibility and qualification details, Technical bid, Financial 

bid etc., in the online standard formats given in e-Procurement web site by uploading 

scanned copies of all the relevant certificates, documents etc., technical bids in the e-

Procurement web site. The bidder shall sign on the statements, documents, certificates, 

uploaded by them, owning responsibility for their correctness/authenticity.  

(C) All the required documents will be attached at the proper place as mentioned in the e-forms 

otherwise the tender will be rejected. 

(D)  Tender Cost to be paid through online prior to the last date of tender submission  through 

eproc site. A non-refundable e-procurement charges of INR. 1145 should be paid online 

using the eproc site. 

(E)  Bihar e-Procurement facilitates the e-payment solutions to their bidders. Currently the 

Tender Fee & EMD may be paid using Internet Payment Gateway (IPG) and Direct Debit 

(Net Banking) apart from manual mode of payment where bidder used to submi t the EMD 

in the department before tender closing. Internet Payment Gateway (IPG) enables bidders 

to use their Credit / Debit card issued by Master / Visa. Any Bank card which is issued from 
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Master / Visa will be accepted on the e-Procurement portal. Direc t Debit (Net Banking) may 

be done with the existing Internet Banking user id & password. The payment done through 

any of the above mentioned modes will automatically be credited to the concerned tendering 

authority account. In case Bidder has used e-payment facilities then they need not visit to 

department for submission of Tender Fee / EMD.  

(F)  The tender opening and evaluation will be done online only. Any corrigendum or date 

extension notice will be given on the BELTRON and e-procurement website only. 

(G) For support related to e-tendering process, bidders may contact at following address: 

e- Procurement HELP DESK  

Plot No. M/22, 1st floor, Bank of India Compound, Road No -25, Srikrishnanagar, Patna, Bihar-

800001.  

5.3 Bid Documents 
Bidder is expected to examine all instructions, forms, terms, and requirements in the bid 

document. Failure to furnish all information required by the bid document or submit a Bid not 

substantially responsive to the bid document in every respect may result in the rejection of the 

Bid. The bids should be submitted in three parts as mentioned hereunder on or before last date 

and time of submission mentioned in this RFP or through any corrigendum.  

5.3.1 Pre-qualification bid as per eligibility criteria specified  

1. A letter on the bidder's letter -head,  

i Undertaking on Total Responsibility  - (Refer Annexure 2- Form 1) 

ii  The profile of the bidder and consortium partner, if any. ï (Refer Annexure 2- form 2) 

iii  Audited annual financial results (balance sheet) of the bidder and consortium member 

for the last three financial years.  

iv Statutory Auditor / CA Certificate for Net Worth , Profitability and annual  

IT/ITES/Telecom  services business of the bidder and consortium member for the last 

three financial years 

v Manufacturerôs Authorization Form ï (Refer Annexure 2- Form 3) 

vi Undertaking on Service Level Compliance ï (Refer Annexure 2-  form 4) 

vii  Undertaking on Exit Management and Transition ï (Refer Annexure 2- form 5) 

viii  Self-Declaration of bidder and consortium member not been blacklisted by any 

Government Agency ï (Refer Annexure 2-  form 6) 

ix Statement of Deviation from Requirement Specifications ï (Refer Annexure 2-  form 

7) 

x Statement of Deviation from Tender Terms and Conditions ï (Refer Annexure 2-  form  

8) 

xi Warranty ï (Refer Annexure 2-form 9) 

xii  A self-certified declaration by the authorized signatory of the prime bidder for having 

registered office in Bihar. ï (Refer Annexure 2-  Form 10) 

 

2. Certificate of Incorporation/Registration Certificate  

3. The EMD in the form of a Bank Guarantee / Demand draft issued by a Nationalized / 

Scheduled Bank, in favor of Bihar State Electronics Development Corporation Limited, 

payable at Patna or it can be made through the online payment gateway in eproc site before 

the last date and time of the submission of the bids. . 
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4. License copy of the bidder or consortium member to be a government registered holding 

valid license on PAN India basis such as UL / ISP Class A 

5. Quality certification in delivery of services sought under this RFP, from an internationally 

recognized/reputed agency, e.g. ISO 9001: 2008 

6. Copy of the certificate showing that the company is CMMi Level 3 or higher. 

7. Certificate from HR Department of the company for the number of technically qualified 

professionals employed by company (B.E/B.Tech/MCA on its payroll as 31.03.2016) 

8. Reference list of major clients (using equipment/services similar to  scope of the work 

mentioned in the RFP. 

9. Solvency Certificate from the Bank of the bidder. 

10. Copy of PAN Card, Sales tax /VAT Certification, EPF registration and Service tax 

registration duly attested by the authorized signatory of the Company. 

11. A letter accepting all terms of this RFP to be uploaded into the e-Procurement site. 

12. Copy of Board resolution or POA for prime bidder and consortium partner (if any), 

authorizing the person to sign on behalf of the company or Power of Attorney for the 

designated person. 

5.3.2 Technical Bid 

(a)  Bid particulars  

(b)   Bid letter  

(c)  Proposed Network Architecture, Technical Solution, details of equipment  

             and  services offered 

(d)   Un-priced Bill of Material (BO M)  with functional and technical  

            requirement compliance .  

(e)  Qualification and Deployment Schedule of the proposed staff for the  

             project 

(f)   Proposed Project Plan and Implementation Schedule 

(g)  Statement of deviation from requirement specifications  

(h)   Statement of deviation from tender terms and conditions  

(i)   Schedule of delivery 

(j)   Warranty  

(k)   Manufacturer's authorization form(s).  

5.3.3 Cost Bid 

(a)              Bid letter  

(b)               Bid particulars including priced Bill of Material (BOM)  

(c)              Statement of commercial deviation 

Bidders should enclose with their offers full details of all the equipment and services offered as 

well as their latest equipment and services available with full documentation and descriptive 

literature supplementing the description and point out any special feature of the equipment and 

services. All documentation is required to be in English. Also the bidders have to ensure that 

the capex component of the project should not be quoted more than 60% of the 

complete project cost (Any deviation from this capping shall lead to 

disqualification).  
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5.4 Completeness of Response 
I.  Bidders are advised to study all instructions, forms, terms, requirements and other 

information in the RFP documents carefully. S ubmission of the bid shall be deemed to have been 

done after careful study and examination of the RFP document with full understanding of its 

implications.  

II.  Failure to comply with the requirements of this paragraph may render the Proposal non -

compliant and the Proposal may be rejected. Bidders must:  

(A)  Include all documentation specified in this RFP;  

(B)  Follow the format of this RFP and respond to each element in the order as set out 

in this RFP 

(C) Comply with all requirements as set out within this RFP.  

5.5 Pre-bid Conference (PBC) & Clarifications 
BSEDC shall hold a pre-bid meeting with the prospective bidders on the mentioned date at office 

of BSEDC The Bidders will have to ensure that their queries for Pre-Bid meeting should reach to 

the Nodal officer as per the schedule of bids by email only in editable excel format . 

The responses will be transmitted to the prospective bidders through appropriate means. 

However, it will be bidderôs responsibility that they collect all responses. Non-attendance at the 

Pre-Bid Conference will not be a cause for disqualification of a Bidder. The queries should 

necessarily be submitted in the followin g format in editable excels. 

For each bidder, maximum of 2 representatives are allowed.  The representatives should be 

employees of the Bidding Company.   

 

BSEDC shall not be responsible for ensuring that the biddersô queries have been received and / or 

addressed by them. Any requests for clarifications after the indicated date and time may not be 

entertained by the BSEDC   

5.5.1 Responses to Pre-Bid Queries and Issue of Corrigendum: 
Tenderer reserves the right not to respond to any/all queries raised or clarifications sought if, in 

their opinion and at their sole discretion, they consider that it would be inappropriate to do so or 

do not find any merit in it. The corrigendum  shall be uploaded on the website www.beltron.in and 

www.eproc.bihar.gov.in.  

BSEDC will endeavor to provide timely response to all queries. However, BSEDC makes no 

representation or warranty as to the completeness or accuracy of any response; nor does BSEDC 

undertake to answer all the queries that have been posed by the bidders. 

S. 
No.  

RFP Document 
Reference(s)  

Section & 
Page 
Number(s)  

Content of RFP 
requiring 
Clarification(s)  

Points of 
clarification  

1.      

2.      

3.      

4.      
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At any time prior to t he last date for receipt of bids, BSEDC may, for any reason, whether at its 

own initiative or in response to a clarification requested by a prospective Bidder, modify the RFP 

Document through a corrigendum. The Corrigendum (if any) & clarifications to the queries from 

all bidders will be posted on the website www.beltron.i n and www.eproc.bihar.gov.in.  

Any such corrigendum shall be deemed to be incorporated into this RFP. In order to provide 

prospective Bidders reasonable time for taking the corrigendum int o account, BSEDC may, at its 

discretion, may extend the last date for the receipt of Proposals. 

5.5.2 Bid security i.e. Earnest Money Deposit (EMD) 

a. Bidders shall submit, along with their Bids, EMD of INR 20,000,000/ - (Two 

crores only), in the form of a Demand Draft OR Bank Guarantee (in the format 

specified in Annexure 2-Form 13 issued by any Scheduled/nationalized bank in 

favor ñBihar State Electronics Development Corporation Ltdô, payable at Patna and 

should be valid for 12 months from the date of submission of technical bid 

response. . No interest shall be payable on Bid Security under any circumstance. 

Bidders can also make the EMD payment through the online at eproc site. 

b. EMD of all unsuccessful bidders would be refunded by BSEDC within sixty (60) 

days of the bidder being notified as being unsuccessful. The EMD, for the amount 

mentioned above, of successful bidder would be returned upon submission of 

Performance Bank Guarantee as per the format provided in Annexure 2-Form 11. 

c. The successful Bidder's Bid security shall be discharged upon the Bidder signing 

the Agreement. 

d. The EMD amount is interest free and will be refundable to the unsuccessful bidders 

without any accrued interest on it.  

e. The bid / proposal submitted without EMD, mentioned above, will be summaril y 

rejected. 

f. The EMD may be forfeited: 

i. If a bidder withdraws its bid during the period of bid validity.  

ii.  In case of a successful bidder, if the bidder fails to sign the contract in 

accordance with this RFP. 

5.6 RFP Document Fees 

a. RFP document can be purchased from the office of BSEDC by paying a non-

refundable bank amount of INR 25,000/ -(INR Twenty five thousand only) online.  

b. The bidder may also download the RFP documents from the website 

www.beltron.in and www.ep roc.bihar.gov.in.  In such case, the demand draft of 

RFP document fees should be submitted along with Proposal. Proposals received 

without or with inadequate RFP Document fees shall be rejected. 

5.7 Cost of Bidding 
The Bidder shall bear all costs associated with the preparation and submission of its Bid and The 

BSEDC shall in no event be held responsible or liable for these costs, regardless of the conduct or 

outcome of the bidding process 
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5.8 Right to Terminate the Process 

a. BSEDC may terminate the RFP process at any time and without assigning any 

reason. BSEDC makes no commitments, express or implied, that this process will 

result in a business transaction with anyone. 

b. This RFP does not constitute an offer by BSEDC. The bidder's participation in this 

process may result BSEDC selecting the bidder to engage towards execution of the 

contract. 

5.9 Authentication of Bids  
The Proposal should be accompanied by a board resolution/power-of-attorney in the name of the 

signatory of the Proposal. 

5.10 Site Visit 
It is the responsibility of the bidder to v isit the proposed sites at their own cost and assessing the 

feasibility  before submitting their technical solution and offer to get a clear idea about the work 

and preparation of requirement across the campuses. BSEDC will facilitate bidders to get access 

to the sites upon prior intimation.  

5.11 Bid Validity  
All bids should remain valid for a period of 180 days (i.e. 6 months) from  the bid submission date 

and BSEDC reserves the right to reject a bid valid shorter than 6 months considering as non-

responsive without any correspondence. 

In special circumstances, BSEDC may solicit extension of the period of validity from a bidder. The 

request and the response thereto shall be made in writing. Extension of validity period by the 

bidder shall be unconditional. The EMD provided shall also be sufficiently extended. Bidder 

granting extension of validity will not be permitted to modify its technical or financial bid.  

5.12 Language 
The Proposal should be filled by the Bidder in English language only. If any supporting documents 

submitted are in any language other than English, translation of the same in English language is 

to be duly attested by the Bidders 

5.13 Hand written documents, Erasures or Alterations  
The offers containing erasures or alterations will not be considered. There should be no hand-

written material, corrections or alterations in the offer. Filling up of the information using terms 

such as ñOKò, ñnotedò, ñas given in brochure/manualò is not acceptable and may lead to the dis-

qualification of the Bid.  

5.14 Fraud and corruption  
BSEDC require that Bidder must observe the highest standards of ethics during the entire process 

of tendering and during execution of the contract. In pursuance of this policy, The BSEDC define, 

for the purpose of this provision, the terms set forth as follows: 

(a) ñCorrupt practiceò means the offering, giving, receiving or soliciting of anything 

of value to influence the action of the Department in contract executions. 

(b)  "Fraudulent practice" means a misrepresentation of facts, in order to influence a 

procurement process or the execution of a contract, to Department, and includes 

collusive practice among bidders (prior to or after Proposal submission) designed 
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to establish Proposal prices at artificially high or non -competitive levels and to 

deprive The BSEDC of the benefits of free and open competition. 

(c) ñUnfair trade practicesò means supply of services different from what is ordered 

on, or change in the Scope of Work which is given by the BSEDC in this Tender. 

(d)  ñCoercive Practicesò means harming or threatening to harm, directly or indirectly, 

persons or their property to influence their participation in the execution of 

contract.  

The BSEDC shall reject the Bid proposal for award of contract, if it determines that the Bidder 

recommended for award, has been found to have been engaged in corrupt, fraudulent of unfair 

trade practices. Once the contract is signed and if it is noticed that the SI has indulged into the 

Corrupt / Fr audulent / Unfair / Coercive practices, it will be a sufficient ground for The BSEDC 

for termination of the contract and initiate black -listing of the Bidder.  

5.15 Tender Opening 
The Proposals submitted before the last date and time of submission will be opened as per the 

schedule of bid process mentioned in the data sheet of this RFP or notified by a corrigendum 

through the eproc site  

5.16 Rejection criteria  
Besides other conditions and terms highlighted in the Tender Document, bids may be rejected 

under following circumstances: 

5.16.1 General rejection criteria  

i Conditional Bids;  

ii  If the information provided by the Bidder is found to be incorrect / misleading / fraudulent 

at any stage / time during the Tendering Process; 

iii  Any effort on the part of a Bidder to influence the b id evaluation, bid comparison or 

contract award decisions; 

iv Bids without signature of person (s) duly authorized on required pages of the bid;  

v Bids without power of attorney/ board resolution.  

5.16.2 Pre-Qualification rejection criteria  

i Bidders not complying with the Eligibilit y Criteria given in this Tender  

ii  Failure to furnish all information required by the Tender Document or submission of a bid 

not substantially responsive or clarification sought by BSEDC is not adequately addressed 

and complied by the bidder;  

5.16.3 Technical rejection criteria  

i Technical Bid containing commercial details;  

ii  Revelation of Prices in any form or by any reason before opening the Commercial Bid; 

iii  Failure to furnish all information required by the Tender Document or submission of a bid 

not substantially responsive to the Tender Document in every respect; 

iv Bidders not quoting for the complete scope of Work as indicated in the Tender Documents, 

addendum (if any) and any subsequent information given to the Bidder;  

v Bidders not complying with the Technical and General Terms and conditions as stated in 

the Tender Documents; 
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vi The Bidder not confirming unconditional acceptance of full responsibility of providing 

services in accordance with the Scope of work and Service Level Agreements of this tender 

5.16.4 Commercial Rejection Criteria  

i Incomplete Price Bid;  

ii  Price Bids that do not conform to the Tenderôs price bid format; 

iii  If there is an arithmetic discrepancy in the commercial Bid calculations the Technical 

Committee shall rectify the same. If the Bidder does not accept the correction of the errors, 

its bid may be rejected. 

5.17 Licensing  
The Implementing Agency will follow the following licensing conditions:  

i The SI shall procure the licenses of the third-party software in accordance with its 

procedures by payment of applicable license fees on behalf of BSEDC. The licenses thus 

procured would be in the name of BSEDC. The SI shall ensure that third party vendors 

provide standards based customer interface and also takes into account other factors like 

regular updates and support etc. 

ii  The SI should provide adequate licenses for all the modules mentioned in the scope so that 

all users can access their respective functionalities as per their role without any 

constraints.  

iii  All licenses should be either supported by OEMs/subscription providers for entire 

contract period.  

iv All the aforesaid products should have a roadmap for updates and patch management 

either from OEM or Subscription provider and providing the same would be the 

responsibility of the SI for the contract period . 

5.18 Clarifications  
If deemed necessary, BSEDC may seek clarifications on any aspect from the bidder. However, that 

would not entitle the bidder to change or cause any change in the substance of the tender 

submitted or price quoted. BSEDC may, if so desire, ask the bidder to give a presentation for the 

purpose of clarification of the tender. All expenses for this purpose, as also for the preparation of 

documents and other meetings, will be borne by the bidders. 

5.19 Preliminary Examination  
BSEDC will examine the bids to determine whether they are complete, whether required bid 

security has been furnished, whether the documents have been properly signed, and whether the 

bids are generally in order.  

Bids from agents without proper authorization from the manufacturer shall be treated as non-

responsive. 

A bid determined as not substantially responsive will be rejected by BSEDC and may not 

subsequently be made responsive by the bidder by correction of the non-conformity.  

BSEDC may, if necessary, waive any minor informality or non -conformity or irregularity in a bid, 

which does not constitute a material deviation, provided such a waiver does not prejudice or affect 

the relative ranking of any bidder  
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5.20 Joint Venture, Consortium or Association  

Å Joint venture, consortium or associations of companies is allowed maximum up to two 

companies to bid. (The maximum number of members allowed in a consortium is Two 

(2) including Lead member)  

Å The Bidder is expected to provide details of the consortium/Joint venture for the work 

which is allowed as mentioned in the scope.  

Å In case of consortium, Lead Member shall be liable and responsible for the entire scope 

of work of the project. In case of a consortium, consortium members shall be liable and 

responsible for their scope of work. 

Å Any firm/company can participate in only one consortium/JV/Association to 

participate in the bidding process.  

Å In case of multiple participation by any bidder or consortium partner then all of their 

bids will be summarily rejected.  

5.21 Concessions permissible under statutes 
Bidder, while quoting against this tender, must take cognizance of all concessions permissible, if 

any, under the statutes and ensure the same is passed on to the BSEDC, failing which it will have 

to bear extra cost. In case Bidder does not avail concessional rates of levies like customs duty, 

excise duty, sales tax, etc. The BSEDC will not take responsibility towards this. However, The 

BSEDC may provide necessary assistance, wherever possible, in this regard. 
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6 Criteria for Evaluation  

I  The overall objective of this evaluation process is to select the capable and qualified firm 

to Supply, Install ation, Testing, Commissioning and Maintain ing the Wi -Fi Project in the 

Campuses of Government Universities, Constituent Colleges and other Premier 

Academic In stitutions of the State . 

II  First the Pre-Qualification Proposal will be evaluated and only those bidders who qualify 

the requirements will be eligible for next set of evaluations. Technical Proposal and 

Commercial Proposal of Bidders who do not meet the Pre-Qualification criteria wi ll not be 

considered. 

III  The technical score of all the bidders would be calculated as per the criteria mentioned 

above. All the bidders who will achieve 90  or more marks in the technical evaluation 

would be eligible for the next stage, i.e. Financial Bid opening. However, in case of 3 

bidders not scoring 90 or more marks, then cut off marks may go down up to 75 marks till 

top 3 bidders are shortlisted for next level. Bidders who score below 75 marks shall not be 

eligible for next stage.  

IV  Proposals of Companies would be evaluated as per Technical Evaluation Criteria. Bidders 

should clearly indicate, giving explicit supporting documentary evidence, with respect to 

the below, in absence of which their proposals will be rejected summarily at the 

qualification stag e itself. 

6.1 Pre-Qualification/ Eligibility Criteria  
The bidder shall meet the following criteria for eligibility:  

Sr. 
No.  

Qualification Criteria  Documents/Information to be 
provided in the submitted proposal  

1.  The responding firm/agency  
(a) Should have made a payment of 
INR.25,000.00 (Rupees twenty five 
thousand) (non -refundable) for the 
Tender Fee  
(b) Should have submitted EMD of INR. 
20,000,000.00 (Rupees two Crore 
only)  

(a) Cost of tender document must be 
submitted through E -payment only; else 
bid will be summarily rejected.  
(b) EMD should be in favor of ñBihar State 
Electronics Development Corporation Ltdô 
Payable at Patna and issued by any 
scheduled / nationalized bank in the form 
of a Demand Draft or original bank 
guarantee. Bidders can also deposit the 
EMD through online payment in state e -
procurement site. 

2.  Legal Entity  

¶ The Company should be in the 
IT/ITES/Telecom business for at 
least last 5 (five) years as of 31st 
March 2016 and should be registered 
under Companies Act, 1956 

a) Copy of Certificate of Incorporation  
b) Copy of Registration Certificate  
c)  Form 2 :- ñParticulars of the Bidderò- 
Copy of all documents listed above should 
be attested by authorized signatory and 
must be submitted along with the response 

¶ Registered with the Service Tax, 
Income Tax, and Sales Tax, 
Provident Fund authorities in India  

a) Copy of PAN Card 
b) Copy of Sales Tax/VAT Certification 

(Last up to date return copy) 
c) Copy of EPF Registration 
d) Copy of Service Tax Registration  
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Sr. 
No.  

Qualification Criteria  Documents/Information to be 
provided in the submitted proposal  
Copy of all documents listed above should 
be attested by authorized signatory and 
must be submitted along with the response 

3.  The prime bidder or consortium partner 
(if any) must be a government 
registered Internet services  provider 
holding valid licenses on PAN India 
basis such as unified telecom 
license(UL) , ISP Class A. 

Should provide the copy of the license  

4.  The Net Worth of the prime bidder and 
consortium partner (if any) must be 
positive for each of the last 3 audited 
financial years.   

Separate Chartered Accountant Certificate 
for positive Net worth for prime bidder and 
consortium partner (if applicable)  

5.  The prime bidder and consortium 
partner (if any)  must not be blacklisted 
by any Government/Public Sector 
organization /department in India at 
the time of submission of the response 
to this RFP 

A declaration as per the format prescribed 
in Form - ñDeclaration that the bidder has 
not been blacklistedò to be given by the 
authorized signatory of the responding firm 
and consortium partner (i f any) separately 
ï Annexure ï 2, Form 6 

6.  Prime bidderôs annual Sales Turnover 
generated from IT/ITES/Telecom 
during each of the last 3 audited 
financial years  must be INR 500 Crores 

Certified copy from the statutory 
auditor/CA clearly mentioning annual 
IT/ITES/Telecom services business 
turnover for each year 

7.  The bidder must have successfully 
completed and running for more than a 
year any one of the following criteria 
(supporting documents i.e. Copy of 
work order(s) to be submitted):  
1 similar project with order value >=40 
Crores 
                            or 
 2 similar project with order value >=30 
Crores each 
                            or 
3 similar project with order value >=20 
Crores each 
ñSimilar projectò means Supply and 
Installation of networking  active (Core 
Switches / Routers /Access Switch), 
Networking passive structured cabling, 
Wi-Fi solution (Wi -Fi Controller, Access 
Points) for Government / PSU.  

Ref format:  Form 15:- ñProject Citation 
Formatò supported with Work order or 
Purchase Order (PO) or Letter of Intent 
(LoI ) and Proof of Go-live/ Project 
completion/Client satisfactory certificates 
signed by the authorized official from  client 
mentioning the scope of work and project 
value. BSEDC may check the authenticity of 
the documents provided by the bidder. 
 
ï Annexure ï 2, Form 15 
 
 
  

8.  The prime bidder should be ISO 
9001:2008 certified.  

Copy of certification which is valid on date 
of submission. 

9.  The prime bidder should be minimum 
CMMi Level 3 or higher  

Relevant certificate copy needs to be 
attached which should be valid on date of 
submission. 
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Sr. 
No.  

Qualification Criteria  Documents/Information to be 
provided in the submitted proposal  

10.  The prime bidder must have at least 100 
IT professionals (B.E/B.Tech/MCA) on 
its payroll as 31.03.2016 

Certificate from HR Department for 
number of technically qualified 
professionals employed by the company 

11.  The bidder should have direct 
authorization from the Original 
Equipment Manufacturer (OEM) for 
selling and supporting the equipment 
offered 

Refer: Form: - ñManufacturers'/Producersô 
Authorization Formò for the MAF and 
complete the associated table provided 
with the form . 
 
ï Annexure ï 2, Form 3 

12.  Prime Bidder should have registered 
office in Bihar.  
Alternatively, if the prime bidder 
doesnôt have an office in Bihar, then 
they have to furnish an undertaking that 
an office would be established in Bihar, 
within 1 (one) month of signing the 
contract, to provide warranty and post 
warranty services. 

A self-certified declaration by the 
authorized signatory of the prime bidder 
should be submitted along with the 
proposal. 
 
 

13.  Authorized signing authority  Separate ñCopy of Board resolutionò or 
POA for prime bidder and consortium 
partner (if any), authorizing the person to 
sign on behalf of the company or Power of 
Attorney for the designated person to be 
provided as per the format prescribed in 
Form ñBidder's Authorization Certificateò. 
(Must be on a Non-Judicial INR 100/ - 
Stamp Paper)ò 

14.  Solvency Certificate for prime bidder 
and consortium partner (if any)  

Copy of valid Bank Solvency Certificate 
from Bank to  be submitted along with the 
proposal from prime bidder and 
consortium partner (if any)  

 

Note:  Last 3 consecutive audited financial years before 2012 -13 will not be considered for 

evaluation and the bid will summarily be rejected.  

Details of Sub -Contract ing  

It may be noted that the bidder may enter into a sub -contract with any partner of its choice. 

The SI would be responsible for all the activities of the Sub -Contractor. Also , it may be noted 

that, sub -contracting should be limited to below mentioned act ivities only :  

¶ Passive activities 

¶ Roaming Engineers 

Note: Sub-Contractor has to satisfy the following conditions:  

¶ The sub-contractor must be a registered company in India and having a valid ROC 

¶ The sub-contractor should have been in Information Technology /N etworking  business for 3 years 

¶ The subcontractor must have Service Tax registration no. and PAN no 
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The SI would be solely responsible for ensuring adherence to the Service Levels and Service 

Quality for each of the deliverables executed by them and their sub -contractor(s).  
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6.2 Technical Evaluation Criteria  
 A detailed evaluation of the bids shall be carried out in order to determine whether the bidders are competent enough and whether the 

technical aspects are substantially responsive to the requirements set forth in the RFP.  

Bids received would be assigned scores based on the parameters defined in table below. 

Sl 
No.  

 Evaluation Criteria  Description  Marks  Supporting 
Documents 
Required  

1 Financial 
Strength 

Annual turn over of the 
prime bidder in each of the 
last 3 audited financial 
years 

a. >=500 Crores and <700 Crores -   3 Marks 
b. >=700 Crores and <900 Crores -  5Marks 
c. >=900 Crores and <1100 Crores - 7Marks 
d. >= 1100 Crores  - 10 Marks 

10 Balance sheets and 
certificate from CA 

2 Past Experience Technical Capability in  
executing & managing 
large campus Wi-Fi  
project for Government 
body in India  

Total Number of wireless Access Points implemented in a 
single work order (Work order copy to be submitted)  
a. >=50 Aps and <75 APs -      3 Marks 
b. >=75 Aps and <100 APs -   5 Marks 
c. >=100 Aps and <125 APs - 7 Marks 
d. >= 125 APs - 10 Marks 

10 Project citation 
highlighting the 
mentioned activities 
supported by Work 
order/Agreement/Client 
Certificate 

Technical Capability in  
executing & managing 
large campus Wi-Fi  
projects each involving 
minimum 30 access points, 
hardware/ integrated 
controller and UTM for 
Government body in India  

No. of projects: 
a. 1 Project- 1 mark  
b. 2 Projects - 3 marks 
c. >=3 Projects - 5 marks 

5 Project citation 
highlighting the 
mentioned activities 
supported by Work 
order/Agreement/Client 
Certificate 
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Sl 
No.  

 Evaluation Criteria  Description  Marks  Supporting 
Documents 
Required  

Implementation and 
maintenance of network 
projects involving 
minimum 30 WAN setups 
for a Govt body in India  

No. of projects: 
a. 1 Project - 3 marks 
b. >=2 projects - 5 marks 

5 Project citation 
highlighting the 
mentioned activities 
supported by Work 
order/Agreement/Client 
Certificate 

Implementation  and 
maintenance of network 
project involving WAN 
setups for a Govt body in 
India  

No. of WAN setups in a project: 
a. >=30 and <45  - 3 Marks 
b. >=45  and =<60  - 5 Marks 
c. >=60  and =<75  - 7 Marks 
d. >75 - 10 Marks 

10 Project citation 
highlighting the 
mentioned activities 
supported by Work 
order/Agreement/Client 
Certificate 

Highest single work order 
of connectivity 
(LAN/WAN) in terms of 
order value in last 5 
fin ancial years  from a Govt 
body in India (Work order 
copy to be submitted) 

a. >20 Crores and <30 Crores - 3 Marks 
b. >=30 Crores and <40 Crores - 5Marks 
c. >=40 Crores and <50 Crores ï 7 Marks 
d. >= 50 Crores - 10 Marks 

10 Project citation 
highlighting the 
mentioned activities 
supported by Work 
order/Agreement/Client 
Certificate 

3 Presence in 
Bihar  

Presence in Bihar a. Involved in a running Govt project in Bihar but doesn't 
have registered office in Bihar - 3 marks 
b. Involved in a  running Govt project in Bihar and also have 
a registered office in Bihar  - 5 marks 

5 Project citation 
highlighting the 
mentioned activities 
supported by Work 
order/Agreement/Client 
Certificate& Copy of 
Registration Certificate as 
proof of presence in Bihar 
(if applicable)  
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Sl 
No.  

 Evaluation Criteria  Description  Marks  Supporting 
Documents 
Required  

4 Fulltime 
Deployment 
Resource 
Criteria  for 
entire duration 
of the contract 

Project Manager (1) Must have >=08 years of work experience and points for the 
same will be allocated as follows: 
Qualification:  
Å BE / B. Tech and MBA = 1 
Certification:  
PMP / Prince2 Certification = 1  
Project Experience:  
Managed projects with the similar scope of work and 
Operation & Maintenance 
Å <3 projects &>1 = 1 
Å >= 3 projects = 2 
Experience:  
Å <=8 years &>=10 = 0.5 
Å > 10 years = 1 

5 Detailed CV in given 
format  

Resident Engineer (30) Must have >=5 years of work experience and points for the 
same will be allocated as follows: 
Project Experience:  
Projects with the similar scope of work and Operation & 
Maintenance 
Å 2 projects = 0.5 
Å >2 projects = 1 

30 Detailed CV in given 
format  
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Sl 
No.  

 Evaluation Criteria  Description  Marks  Supporting 
Documents 
Required  

5 Approach & 
Methodology 
and 
Presentation 

Approach & Methodology 
and Presentation (30 Mins 
of presentation)  

In this section, the responding firm should:  
ï Explain the  
o Understanding of the project requirements  
o  highlight the expected support from various stakeholders 
of the project 
o approach to the services, SLA management methodology 
o methodology for carrying out the activities for expected 
output - (1 mark for Technical Proposal and 1 Mark for 
Presentation) 
ï Highlight :  
o the associated risks / problems and plans for mitigation 
and explain the technical approach it would adopt to address 
them ï (1 mark for Technical Proposal and 1 Mark for 
Presentation) 
ï Explain:  
o  the methodologies the responding firm proposes to adopt 
and highlight the compatibility of those methodologies with 
the proposed approach - (1 mark for Technical Proposal and 
1 Mark for Presentation) 
ï Work Plan & Digitization:  
o  Detailed Plan to achieve the timeline 
o  Plan for enrolling and creating the users in the proposed 
system from colleges and universities etc. - (1 mark for 
Technical Proposal and 1 Mark for Presentation) 
ï Security & Policy enforcement: 
o  Detailed Plan and methodology proposed for securing the 
network, data, enforcing policy for conte nt filtering and 
unethical access etc. - (1 mark for Technical Proposal and 1 
Mark for Presentation)  

10 Technical Proposal & 
Presentation - The copy of 
the presentation to be 
emailed to the contact 
person of BSEDC as 
mentioned in this RFP 
before 1 day of the 
presentation date (to be 
decided and informed) and 
the same will also be 
binding on the Bidder.  

 

Note : - The technical score of all the bidders would be calculated as per the criteria mentioned above. All the bidders who will achieve 90  or more 

marks in the technical evaluation would be eligible for the next stage, i.e. Financial Bid opening. However, in case of 3 bidders not scoring 90 or 

more marks, then cut off marks may go down up to 75 marks till up to 3 bidders are shortlisted for next level. Bidders who score below 75 marks 

shall not be eligible for next stage.  
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6.3 Commercial Bid Evaluation  

I.  Only fixed price financial bids indicating total price for all the deliverables and services 

specified in this bid document will be considered.  

II.  Prices quoted in the Bid must be firm and final and shall not be subject to any 

modifications, on any account whatsoever except applicable tax rates. The Bid Prices 

shall be indicated in Indian Rupees (INR) only  

III.  The bid price will include all taxes and levies and mentioned separately.  

IV.  Any conditional bid would be rejected.  

V. Errors & Rectification: Arithmetical errors will be rectified on the following basis: ñIf 

there is a discrepancy between the unit price and the total price that is obtained by 

multiplyi ng the unit price and quantity, the unit price shall prevail and the total price 

shall be corrected.  

VI.  If there is no price quoted for certain material or service, the bid shall be declared as 

disqualified.  

6.4 Award Criteria  
Commercial bids of those bidders who qualify the technical evaluation will be opened and the 

tender will be awarded to the L1 bidder.  

6.5 Right of Selection/Rejection ð Waiver of Informalities or Irregularities  
BSEDC reserves the right to reject any or all proposals, to waive any minor informalities or 

irregularities contained in any proposal, and to accept any proposal deemed to be in the best 

interest of the BSEDC. Selection of a vendor solution shall not be construed as an award of 

contract, but as a commencement of contract negotiation, including but not limited to the contract 

price proposed. 
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7 Solution Requirements 
The BSEDC envisaged campus Wi-Fi network connectivity consist last mile connectivity via the 

Wi-Fi access points and with an independent backbone at each campus. The last mile connectivity 

will be wireless through APs (Access Points) which are connected to layer-2 manageable access 

switch by UTP and powered by PoE. The backbone connectivity will be on OFC i.e. all the L2 

access switches will be connected to the layer-2 manageable distribution switches on redundancy. 

The OFC connectivity between the access switches and the distribution will be redundant. The 

distribution switches will be connected to campus L3 switch using OFC patch cord which further 

will be connected to and controller (in case of hardware). The campus control room set up will 

have 3 KVA UPS and all the network junctions will have 1 KVA UPS for required power backup. 

Workstation will be in each campus for NMS, user management software and other relevant data.   

. Each outdoor Access Point will have a dedicated UPS system attached for power backup.  

 

A High Level Overview of the proposed Wi Fi Project in the Campuses of Government 

Universities, Constituent Colleges and other Premier Academic Institutions o f the State  

The solution must have the following features: 

7.1 Infrastructure  
There would be 30 Indoor AP & 10 Outdoor AP for each cluster monitoring center campus and 10 

Indoor AP & 5 Outdoor AP for each College (the actual number of the Indoor and Outdoor APs 

may change based on the requirement and the same would be auto adjusted between the 

campuses as required. 
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I f NKN connectivity is available the same would be used for internet bandwidth, else a dedicated 

10 mbps internet leased line would be provisioned for each campus. The connection should be 

scalable enough to increase the bandwidth requirement based on the future requirements. 

The electricity for the infrastructure / devices would be provisioned by the College / University 

administration free of cost . There would be provision for power backup of one hour available via 

UPS.  

The infrastructure would have provisions of scalability for upgradation as per future requirements 

of bandwidth. The same would be taken care of during the design and procurement phase.  

7.2 Security 
The independent Wi-Fi network each campus would be a secured network. The security of the 

network would be ensured through unified threat management device, configuration of Wi -Fi 

controllers and access policies. There would be apt provisions for boundary restriction security.  

Access to the unethical content like pornography, uTorrent, hacking websites, etc. would be 

restricted in the network.  

Next-generation firewalls shall keep out malware and other threats. 

Inappropriate traffic and appli cations will be out from the network and students by using content 

filtering tools.  

Note: The SI has to ensure that all users audit trail with records including browsing and other 

history record details to be stored for at least 6 months and the bidder has  to provide the details 

to investigating agencies/officers or court as required from time to time  with approval from 

BSEDC. 

7.3 Access 
Role-based access controls should be used to distinguish various types of users ï teachers, 

administrators, students and parents. User authentication will allow only authorized users and 

devices to access the network. There would be provision for secure authentication to the access 

the Wi-Fi system. The students and other teaching and non-teaching staff would be provided with 

a username linking to a unique id (Regn. Id. or Emp Id.) and a one-time login password as their 

DOB. Each user would be mandated to change their password and provide E-mail ID at first login 

attempt.  

Visitors or guests would be given a 24 hours access based on the access application and approval 

from competent authority.  

Each campus would have a provision for user access management hosting the user database. The 

nodal officer will be prided with an application window for administration task.  
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The connectivity would be provided based on defined policy to students, teaching, non-teaching 

staff and guests. Restrictions in the download limit of individual users would be implemented so 

that all defined users have a fair chance to use the Wi-Fi service.  

There would be a provision of automatic session logout after 30 mins of idle time for users.  

7.4 Management & Monitoring  
The entire network and infrastructure would be monitored from two levels, viz, Cluster 

Monitoring Center a nd Central Control Centre. Each constituent college campus would have a 

dedicated NMS system which would push health data to NMS system at Cluster Monitoring 

Center. All the University NMS could be monitored from Control and Command Centre in real 

time. The Cluster Monitoring Center NMS would be monitored by campus Nodal Officer or the 

implementer supervisor.  

The infrastructure would be capable of pushing any configuration / policy to managed devices 

and nodes from the Control Centre.  

The NMS would be integrated with a service desk solution at the CCC to track the incidents , 

problems and change and follow ITIL (or ISO 20000 -1) procedures. The service desk would be 

manned by two (2) dedicated service desk engineers.  

There will be a cell at Central Control Centre for handling the grievances of the users. For this the 

selected bidder will implement a  ticketing solution (also can integrate with the service desk) and 

highlight contact number(s) and email id(s) for the same.  

The coverage of the grievances helpdesk would be: 

¶ Service Unavailability  

¶ Non-addition to the Wi -Fi user list / access not given 

¶ Excessive delays in support  
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¶ Malpractice  

The users can convey their grievance to the CCC through calls to the dedicated helpdesk number, 

smsôes in given format to a dedicated mobile number or emails. These inputs would registered in 

the service desk and the same would be redressed in stipulated time-frame as mentioned in the 

SLA. The SI would make sure to send weekly report of the grievances and redressal to BSEDC.  

 

7.5 Support 

a. The selected implementer has to support the operations and maintenance of the 

project for 5 years post Go-Live of the entire project . 

b. Each cluster would have a resident supervisor and pre-defined number of roaming 

techniciansô for management and technology support to institutions falling under 

it (as per cluster mapping).  

7.6 Manpower 
# Manpower Nos. Experience 
1 Project Manager 1 ¶ 8 Yearsô Experience into IT  

¶ BE / B. Tech  

¶ Managed projects with the similar 
scope of work and Operation & 
Maintenance 

2 Resident Engineer  30 ¶ 5 years of work experience 

¶ BE / B. Tech / MCA 

¶ Managed projects with the similar 
scope of work and Operation & 
Maintenance 
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# Manpower Nos. Experience 
3 Helpdesk Support Executive 

at CCC 
2 ¶ 5 years of work experience 

¶ BE / B. Tech / MCA 

¶ Experience of working in helpdesk 
support for network 
troubleshooting projects  

4 Roaming engineers 30 ¶ The Minimum qualifying criteria for 
the roaming engineers will be 
BE/B.Tech/MCA from reputed 
institutions. Candidates with 
PGDAC certification will be 
preferred.   

 

Note: Minimum 30 resident engineer to be provisioned at all the listed clusters for mainta ining 

the SLA however SI may have to deploy extra resources for maintaining the SLA, cost for the 

same has to be borne by the SI only. The list of 30 clusters is provided in section 8.3.  List of all 

the location is provided in Annexure 3.  

Note: Minimum 30 roami ng engineer to be provisioned for supporting  all the listed locations 

for maintaining the SLA however SI may have to deploy extra resources for maintaining the 

SLA, cost for the same has to be borne by the SI only. The list of 30 clusters is provided in section 

8.3. List of all the location is provided in Annexure 3.  
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8 Scope of Work, Deliverables & Timelines 
The selected Systems Integrator (SI) shall have the overall responsibility to design, build, 

implement, operate, and maintain the Campus Wi -Fi. SI will have to maintain the implemented 

system for a period of five years from the date of successful Go-Live of the project. 

The detail work to be undertaken by the Successful Bidder for setting up & operationalisation of 

the Project is given in subsequent sections and is to be performed as per the specifications and 

conditions mentioned in this Tender.  

The proposed Wi-Fi system will involve setting up of Wi-Fi access points across various campus 

in Bihar (indicative site list given in Annexure III).  

From the perspective of project implementation, the scope has been categorized as follows: 

A) Implementation Services  

¶ Assess and Prepare for each phase 

¶ Implement in each phase 

B) Post -Implementation Services  

¶ Maintenance of each phase along with Helpdesk and facility management services 

8.1 Prepare & Access 

8.1.1 Finalise the access point distribution and exact locations of the access point at 

different campuses in consultation with the Department  
Bidders are required to note that while executing the Project, the Successful Bidder shall prepare 

the final access point distribution plan at all the access point locations in discussion with the 

Department. Actual location for placement & number of access point at each location, type of 

access point, fixation of height for the access point would be done carefully to ensure optimum 

coverage. Based on the site survey, there could be some variation in types/number of the access 

point at certain locations compared to the indicative site list given in Annexure III of this Tender. 

Payments to be made to the Systems Integrator shall also be based on actual number of access 

point s and type of access point s installed and unit rates quoted by the Successful Bidder shall be 

used to arrive at the same. 

8.1.2 Finalise the Bill of Material for the numb er and type of the access points to be 

implemented  
As per the current plan of the Department, about 300 campuses needs to be covered under the 

project. Indicative list of these campuses along with the Departmentôs assessment of the access 

point requirements  is given in this RFP. SI shall prepare the detail report on Edge level 

requirements ï access points (types & numbers), access point mounting requirements, power 

requirements, and connectivity requirements.  

During t he course of the Project, if some access point requires change of field of value, it should 

be done by SI without any extra cost, in consultation with the Department. However, number of 

such instances would be kept in check and are expected to be rare.  Successful Bidder is expected 

to accommodate such efforts in the regular post implementation support.  
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8.1.3 Finalisation and submission of a detailed technical architecture and submission of 

a detailed project plan 
Within 2 weeks of the work order, the Systems Integrator needs to deploy the team proposed for 

the Project and ensure that a Project inception report is submitted to the BESDC which should 

cover following aspects: 

(a) Names of the project team members, their roles & responsibilities 

(b)  Approach & methodology to be adopted to implement the Project (which should be in line 

with what has been proposed during bidding stage, but may have value additions / 

learning in the interest of the Project).  

(c) Responsibility matrix for all stakeholders  

(d)  Risks the Bidder anticipates and the plans they have towards their mitigation.  

(e) Detailed Project Plan, specifying dependencies between various Project activities / sub-

activities and their timelines.  

Thereafter, within 1 week from submission of inception report, SI shall submit the de tailed 

Technical Architecture, which should take into consideration following guiding principles:  

8.1.3.1 Scalability  

Important technical components of the architecture must support scalability to provide 

continuous growth to meet the growing demand of the Departm ent. The system should also 

support vertical and horizontal scalability so that depending on changing requirements from time 

to time, the system may be scaled upwards. There must not be any system imposed restrictions 

on the upward scalability in number of  access points or other devices. Main technology 

components requiring scalability are bandwidth, computing performance (IT Infrastructure), 

software/application performance and advancement in access point features. In quantitative 

terms, there may not be major change in number of Command & Control Centers & campuses. 

However, number of access points could be even increased in 5 yearsô time. 

8.1.3.2 Availability  

The architecture components should be redundant and ensure that are no single point of failures 

in the key solution components. Considering the sensitivity of the system, design should be in 

such a way as to be resilient to technology sabotage. To take care of remote failure, the systems 

need to be configured to mask and recover with minimum outage. The Bidder shall make the 

provision for high availability for all the services of the system.  

8.1.3.3 Security  

The architecture must adopt an end-to-end security model that protects data and the 

infrastructure from malicious attacks, theft, natural disasters etc. Successful Bidder must make 

provisions for security of field equipment as well as protection of the software system from 

hackers and other threats. Using Firewalls and Intrusion Prevention Systems such attacks and 

theft should be controlled and well supported (and implemented) with the security policy. The 

virus and worm attacks should be well defended with gateway level Anti-virus system, along with 

workstation level Anti -virus mechanism. There should also be an endeavor to make use of the 

SSL/VPN technologies to have secured communication between solution and its end users. 

Furthermore, all the system logs should be properly stored & archived for future analysis and 

forensics whenever desired. The Department may carry out the security audit of the entire system 

in through a Third Party Auditor (TPA).  
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Field equipment installed through this Project would become an important public asset. During 

the implementation phase of the Project the SI shall be required to repair / re place any equipment 

if stolen / damaged. Appropriate insurance cover must be provided to all such field equipment.  

8.1.3.4 Manageability  

Ease of configuration, ongoing health monitoring, and failure detection are vital to the goals of 

scalability, availability, and security and must be able to match the growth of the environment.  

Open Standards - Systems should use open standards and protocols to the extent possible. The 

bidder shall provision internet bandwidth monitoring tool to BSEDC for monitoring the 

bandwidth available for each campus. The monitoring tool shall generate the periodic report like 

monthly etc. for the bandwidth availabil ity in each campuses in consolidated manner. 

8.1.4 Finalise the detailed Technical Architecture for the network  
The Successful Bidder will be required to review the Technical Architecture suggested in the 

Tender and finalise the detailed architecture for the overall system, incorporating findings of site 

survey exercise. The network so envisaged should be able to provide real time health report to the 

Command Centers for select officials through CCC. All the components of the Technical 

Architecture should be of leading industry standards. 

8.1.5 Design the Wireless LAN connectivity requirements at locations 
The Successful Bidder shall be responsible for gathering the WLAN connectivity requirements at 

campuses & Command Centers. The LAN connectivity may involve setting up the structured 

cabling, commissioning of active and passive components for operationalisation of the Wi-Fi 

System. 

8.1.6 Finalise the Bill of Material  
As part of preparing the final bill of material for the campuses and CCC, the Successful Bidder will 

be required to list all passive & active components required in the campuses and CCC. The bill of 

material proposed by the Successful Bidder will be approved by BSEDC for its supply and 

installation.  However for bid evaluation an estimated quantity of passive components is being 

mentioned but the payment will be made on actual basis.  

8.1.7 Prepare roll-out plan for deployment & operationalisation of equipment  
The Successful Bidder shall prepare the overall campus Wi Fi solution & their operational plan 

for this Project. The plan shall comprise deployment of all the equipment required under the 

Project. The implementation roll -out plan for setting up the campus Wi -Fi shall be approved by 

the Department. The detailed plan shall also comprise of the scalability, expandability and 

security that the SI will implement under this Project.  

8.1.8 Preparation of Detailed FRD, SRD and SDD for the Wi-Fi System and for 

integration with other systems  
The present Tender Document covers the key expectations from the Project and various scope 

elements. However, it is required that the Successful Bidder documents the requirements in detail 

before the work on execution begins. Following documents are expected to be delivered as part of 

this documentation:  

(1) Functional Requirements Documentat ion, giving complete details of the functional 

aspects of the Project. Some of the key functional requirements for designing the system. 
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(2)  System Requirements Documentation, giving complete details of the entire system 

components and their inter relationship s to execute the Project once operational 

(3) System Design Documentation, detailing out the design of the Wi-Fi system 

The Successful Bidder shall prepare above mentioned documents in discussion with all key 

stakeholders (Client, Project Management Consultants, and Project Management Unit). It is 

expected that the Successful Bidder brings in leading international best practices in this field and 

ensures that a progressive system is implemented for the campus Wi-Fi. 

The Successful Bidder will submit a Gantt  chart with the timelines of each phases of the project 

before proceeding to the next implementation phase. 

8.2 Implement  

8.2.1 Supply, install, commission  
The Successful Bidder will be required to supply, install and commission all the required 

deliverables of project  at the identified locations. Benchmark specifications for various types of 

components to be supplied & operationalised as part of this project are given in Annexure 1. 

Bidders are required to ensure that components proposed are capable to meet these benchmark 

specifications and are also able to adhere to the functional requirements specified in RFP. 

SI should use the industry best practices while positioning and mounting the access points. Some 

of the check-points which need to be adhered by the SI while installing / commissioning access 

points are as follows: 

Å Ensure Project objectives are met while positioning the access points, creating the 

required field of coverage 

Å Ensure appropriate housing is provided to protect access points from the on field 

challenges 

Å Carry out proper adjustments to have the best possible coverage 

Å During entire project period, in case any component is damaged or theft , then the SI will 

need to repair / have the new components in order to meet SLA terms. Damages are to be 

borne by SIs in such cases through proper insurance as per national insurance parameters 

for 5 years from go-live. 

8.2.2 Provision of the Electricity  
For the successful commissioning & operationalisation of the access points and other devices and 

to provide the internet to the users the Successful Bidder will be required to provide electricity to 

the devices through the aggregation points. Electricity would be provisioned by the campus 

administration.  

8.2.3 Deploy, Test and Commission the campus Wi-Fi System  
The Successful Bidder will be responsible for the solution deployment /customisation for 

implementing the Wi -Fi System including its integration with the Command center. The solution 

will be customised to meet the project objectives and the requirements of the Department.  

8.2.4 Supply, Install & Configure all the components (Acti ve & Passive) at Command 

Center  
The System Integrator shall develop a plan to procure, install, and configure all the necessary 

items for the Command Control Center in a timely fashion. There should be a tracker created and 
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shared with the Department that  would track all the commissioning of the equipment, the 

timelines adhered to and the compliance to the requirements.  

8.3 Phase wise Implementation 
The entire implementation of this project and its maintenance is divided into two phases. The 

detailed work to be undertaken in each phase by the Successful Bidder for setting up & 

operationalisation of the Project is given in subsequent sections and is to be performed as per the 

specifications and conditions mentioned in this Tender and as per any further amendmen ts issued 

and the contract to be signed with the Successful Bidder subsequently.  

a. Supply, Installation, commissioning of Control Centre, any one University  (Cluster 

Monitoring Center)  and 2 colleges of the cluster ï 10 Weeks from the date of issue 

of LOI/W ork order.  

b. Go-Live of the project (entire scope of work) ï 6 months from the date of issue of 

LOI/Work order.  

S. No.  Cluster Monitoring Centre  Location  
1 A N Magadh Medical College, Gaya 

2 Darbanga Medical College Lehriasarai, Darbhanga 

3 Indira Gandhi Institute of Medical Sciences Patna 

4 Jawaharlal Nehru Medical College Bhagalpur 

5 Nalanda Medical College Patna 

6 Patna Medical College Patna 

7 Shri Krishna Medical College Muzzafarpur  

8 Vardhaman Institute of Medical Science Nalanda 

9 Govt Medical College West Champaran 

10 Nalanda College of Engineering Chandi, Nalanda 

11 Motihari College of Engineering,  Motihari, East Champaran  

12 Loknayak Jai Prakash Institute Of Technology,  Chhapra 

13 Babasaheb Bhimrao Ambedkar Bihar University,  Muzaffarpur  

14 Bhupendra Narayan Mandal University,  Madhepura 

15 Jai Prakash Vishwavidyalaya,  Chhapra 

16 Kameshwar Singh Darbhanga Sanskrit 
Vishwavidyalaya,  

Darbhanga 

17 Lalit Narayan Mithila University,  Darbhanga 

18 Magadh University,  Gaya 

19 T.M. Bhagalpur University,  Bhagalpur 

20 Veer Kunwar Singh University,  Arrah  

21 Patna University Patna 

22 Bihar Agricultural University  Bhagalpur 

23 Rajendra Agriculture University  Samastipur 

24 Chanakya Law University Patna 

25 IIT  Patna 

26 NIT  Patna 

27 NIFT  Patna 
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S. No.  Cluster Monitoring Centre  Location  
28 IIM  Gaya 

29 Central Institute of Plastic Engineering & 
Technology 

Hajipur  

30 Central University of South Bihar   

 

Note:- There will be no college campus under cluster mentioned on 25 to 28 in the above list of 

cluster monitoring centre. For rest clusters, the number of college campus in each cluster will be 

between 12 to 15. The responsibility for pairing of colleges with the clusters  will be of the bidder 

only which they need to do in order to meet SLA. The detail of the same needs to be mentioned in 

the proposal to be submitted as part of technical bid. 

8.4 Preparation and implementation of the security policy, including policies on 

backup  
The Successful Bidder shall prepare the Security Policy for the overall Project and the same would 

be reviewed and then finalised by the BSEDC & its authorized committees. The policy needs to be 

submitted by the Systems Integrator within 1st quarter of the successful Final Acceptance Tests. 

The Systems Integrator may then obtain ISO 27001 certification for the Command and Control 

Center within 2 quarters of Final Acceptance Test. Payment from 3rd Quarter onwards shall be 

withheld till this certification is obtained by the Successful Bidder.  

8.5 Training to the Department & Campus Personnel for operati onalisation of the 

system  
Training is an important aspect of this Project, and Department expects the Successful Bidder to 

undertake it in a very professional manner. Bidder has to conduct a proper training need analysis 

of all the concerned staff and draw up a systematic training plan in line with the overall Project 

plan. For all these training programs the Bidder has to provide necessary course material and 

reference manuals (user/maintenance/ administration) along with training schedules for all 

phases. The training shall held at various office/department locations as finalized by the 

Department.  

 Trainings would be of three types: 

Functional Training: This training would focus on the use of the service desk and other 

management softwares at Command and Control Center, so that the users are aware of all the 

operations of the Wi-Fi System and are able to implement the overall process defined by the 

Department for optimum use of the system.  

Administrative Training: This training would focus on the administration of Wi -Fi System and 

relevant infrastructure and would be imparted to about 8 ï 10 staff identified by the Department 

for admi nistration of the system from Institute admin side.  

One Hard Copy & One Soft Copy of the training material shall be given by the Systems Integrator 

to all the trainees.  

8.6 Partial Acceptance Testing & Final Acceptance Testing of Project phase wise 
The acceptance test for the Project shall be carried as per the phases by BSEDC or any duly 

appointed Agency/consultants  by BSEDC. The Successful Bidder should cooperate with the 

Agency/consultants  to ensure successful completion of acceptance tests. The Successful Bidder 
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shall submit a detailed acceptance testing document at the stage of planning and the Department 

& the Successful Bidder shall mutually agree upon the same.  

8.6.1 Partial Acceptance Test 
Partial Acceptance Test shall involve scrutiny of documents for various IT / Non -IT components 

to verify if the specifications conform to the technical and functional requirements mentioned in 

the Tender and subsequent corrigendum. The Department reserves right to conduct physical 

inspection of the equipment delivered to ensure that they arrive at the sites in good condition and 

are free from physical damage and incomplete shipments and shall return the products to the 

supplier at the supplierôs expenses if required quality is not maintained. Physical inspection of 

hardware will also include physical checking and counting of the delivered equipment in presence 

of the Successful Bidder. This equipment will only be acceptable as correct when each received 

item corresponds with the checklist that will be prepared by the Successful Bidder prior to 

shipment. Any shortfalls in terms of number of items received may render the delivered 

equipment incomplete. SI shall submit TPA test reports on performance for the critical 

components like access points, active network equipmentôs, servers, etc. The TPA should be 

approved by the department. Physical verification of the individual items would be undertaken as 

part of FAT.  

8.6.2 Final Acceptance Test 
After successful installation of equipment in accordance with the requirements in the Tender,  the 

Successful Bidder would need to carry out Final Acceptance Testing. These tests would be carried 

out based on the test cases developed and validated by the Department. Final acceptance 

certificate shall be issued by the Department to the Successful Bidder after successful testing in a 

real time condition for at least 15 days of trouble free operation. The date on which final 

acceptance certificate is issued for final phase shall be deemed date of the successful 

commissioning of the Project. The Department shall consider implementation of 100 percent of 

the campuses as a sufficient condition for the overall Project Go-Live for that phase. Any delay by 

the Successful Bidder in the performance of its contracted obligations shall render the Successful 

Bidder liable to the imposition of appropriate liquidated damages or termination, unless agreed 

otherwise by the Department. 

8.7 System Documents, User Documents 
The Successful Bidder will provide documentation, which should follow the ITIL (Information 

Technology Infrastructure Library) standards. This documentation should be submitted as the 

Project undergoes various stages of implementation. Indicative list of documents include:  

(1) Project Commencement Documentation: Project Plan in giving out micro level activ ities 

with milestones & deadlines. 

(2)  Cabling Layout: Systems Integrator shall submit the detailed cabling layout including 

cable routing, telecommunication closets and telecommunication outlet/ connector 

designations. The layout shall detail locations of all equipment and indicate all wiring 

pathways. 

(3) Equipment Manuals: Original Manuals from OEMs.  

(4)  Installation Manual: For all the application systems  

(5) Training Material: Training Material will include the presentations used for trainings and 

also the required relevant documents for the topics being covered. Training registers 

should be submitted for same. 
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(6)  User Manuals: For all the application software modules, required for operationalisation of 

the system. 

(7) System Manual: For all the application software modules, covering detail information 

required for its administration.  

(8)  Standard Operational Procedure (SOP) Manual: The Bidder shall be responsible for 

preparing SOP 

(9)  Manual relating to operation and maintenance of each and every service as mentioned in 

this Tender. The draft process (SOP) document shall be formally signed off by the 

Department before completion of Final Acceptance Test. This SOP manual will be finalised 

by the Bidder within 2 months of operationalisation of each phase, in consultation with 

the Department and formally signed off by the Department.  

8.8 Post Implementation Services 
Success of the Project would lie on how professionally and methodically the entire Project is 

managed once the implementation is completed. From the Systems Integrator perspective too this 

is a critical phase since the quarterly payments are linked to the SLAôs in the post implementation 

phases. System Integrator thus is required to depute a dedicated team of professionals to manage 

the Project and ensure adherence to the required SLAs. 

8.8.1 Helpdesk and Facilities Management Services 
The Successful Bidder will be required to establish the helpdesk and provide facilities 

management services to support the Department officials in performing their day -to-day 

functions related to this system.  

8.8.2 Planning, suggesting and submitting the Wi -Fi System up-grade plan(s) for five 

years from the date of acceptance along with detailed specifications 
As we are aware, constant changes / updates happen in technology, and it is very important that 

the Wi-Fi System implemented by the Department keeps its pace with the technology. The 

Department would want the Successful Bidder to submit a report, every 6 months, on the 

advancements available in technology to make the best use of the existing infrastructure. In this 

report, the SI can suggest certain improvements in the infrastructure to make the operations more 

effective. Any upgradation / augmentation suggested by the SI would be analysed by the 

Department and appropriate decision would be taken. After " Go-Live" the major modifications or 

additions in the application shall be done through change management requests. Over the period 

of the contract, even after the Go-Live of the system, department may require certain 

modifications or additions in the appli cation or the development of new modules. In such a 

situation, the selected Bidder shall be responsible for carrying out software 

enhancement/development activities, as requested by the Department. 

8.8.3 Hand-over of the system at the end of contractual period along with all 

documentation required to operate and maintain the system  
System Integrator will supply to the Department the following before the expiry of the contract:  

Å Information relating to the current services rendered and data relating to the performa nce 

of the services; Entire documentation relating to various components of the Project, any 

other data and confidential information related to the Project;  

Å All other information (including but not limited to documents, records and agreements) 

relating to the products & services related to the project to enable the Department and its 

nominated agencies, or its replacing Successful Bidder to carry out due diligence in order 
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to transition the provision of the Project Services to the Department or its nominate d 

agencies, or its replacing Successful Bidder (as the case may be). 

 

8.9 Payment Schedule 

Å On completion of the Control Centre, any one University (Cluster Monitoring Center) and 

2 colleges of the Cluster, 60% of the Control & Command Centre Capex value. 

Å On completion of each cluster and integration with Control & Command Centre, 60% of 

the Cluster Capex Value. 

Å On Go-Live of the entire project 20% of the total Capex Value. 

Å 1% of the Capex value and 5% of the Opex value, on completion of each Quarter after Go-

Live after necessary deductions, if any. 
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9 Bill of Material  
The indicative bill of materials for individual colleges, universities and the control and command 

center is detailed below.  

BOQ for Category -1 (Colleges)  

Components  Qty  

Wireless Controller (WLC) 30 WAP Support + Licenses 1 

Wi-Fi Indoor Access Points (AP) + Accessories 10 

Wi-Fi Outdoor Access Points (AP) + Antenna + Accessories 5 

Layer 2 managed, 4 ports PoE and more than 5 fiber ports (10/100/1000T- 

100/1000 SFP)  
2 

Layer 2 managed, 8 ports (10/100/1000T -100/1000 SFP) Access switch with 

minimum one fiber port  
5 

Layer 3 Switch 24 port (10/100/1000)  1 

Unified Threat Management Solution  1 

Network Monitoring Solution + VPN licsenses+Low Cost User management 

s/w  
1 

Workstation+OS  1 

LIU, Patch cord and other accessories Lump- sum 

Cat 6 UTP Cabling with all material inclusive casing 750 mtr.  

6 Core armoured Optical Fibre Cable with all material  1000 mtr.  

AC with Stabilizer  1 

Electrical wiring with all required material  Lump- sum 

Rack 6U with all Accessories 5 

Rack 27U with all Accessories 1 

UPS 1 KVA with Battery bank for 60 min full load backup  5 

Customized Rack for 1 KVA UPS Battery Bank 5 

UPS 3 KVA with Battery bank for 60 min full load backup  1 

HDPE Pipe and laying 950 Mtr.  

Internet  Installation  1 

Installation and Commissioning Charges Lump- sum 
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BOQ for  Category ïII (University)  

Components  Qty  

Wireless Controller (WLC) 60 WAP Support + Licenses 1 

Wi-Fi Indoor Access Points (AP) + Accessories 30 

Wi-Fi Outdoor Access Points (AP) + Antenna+ Accessories 10 

Layer 2 managed, 4 ports PoE and more than 10 fiber ports (10/100/1000T- 

100/1000 SFP)  
2 

Layer 2 managed, 8 ports (10/100/1000T -100/1000 SFP) Access switch with 

minimum one fiber port  
10 

Layer 3 Switch 24 port (10/100/1000)  1 

Unified Threat Management Solution  1 

Network Monitoring Solution + VPN licsenses+Low Cost User management s/w  1 

Low End Server + OS + antivirus+ monitor+ additional peripherals  1 

LIU, Patch cord and other accessories Lump- sum 

Cat 6 UTP Cabling with all material inclusive casing  2000 Mtr.  

6 Core armoured Optical Fibre Cable with all material  1500 Mtr.  

AC with Stabilizer 1 

Electrical wiring with all required material+  Lump-sum 

Rack 6U with all Accessories 10 

Rack 27U with all Accessories 1 

UPS 1 KVA with Battery bank for 60 min full load backup  10 

Customized Rack for 1 KVA UPS Battery Bank 10 

UPS 3 KVA with Battery bank for 60 min full load backup  1 

HDPE Pipe and laying 1450 

Internet Installation  1 

Installation and Commissioning Charges Lump- sum 
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BOQ for  Category ïIV (NIT & IIT )  

Components  Qty  

Wireless Controller (WLC) 60 WAP Support + Licenses 1 

Wi-Fi Indoor Access Points (AP) +Accessories 60 

Wi-Fi Outdoor Access Points (AP) + Antenna+ Accessories 20 

Layer 2 managed, 4 ports PoE and more than 10 fiber ports (10/100/1000T- 
100/1000 SFP)  

4 

Layer 2 managed, 8 ports (10/100/1000T -100/1000 SFP) Access switch with 
minimum one fiber port  

20 

Layer 3 Switch 24 port (10/100/1000)  1 

Unified Threat Management Solution  1 

Network Monitoring Solution + VPN licenses+ Low Cost User management 
s/w  

1 

Medium Range Server + OS + antivirus+ monitor+ additional peripherals  1 

LIU, Patch cord and other accessories Lump- sum 

Cat 6 UTP Cabling with all material inclusive casing 4000  mtr.  

6 Core armored Optical Fiber Cable with all material  3000  mtr.  

AC with Stabilizer Lump-sum 

Electrical wiring with all required material  1 

 Lump-sum 

Rack 6U with all Accessories 20 

Rack 27U with all Accessories 1 

BOQ for Category ï III (Command and Control Center )  

Components  Qty  

Wireless Control System (350 WLC License)  1 

Service Desk 1 

SMS Package 1 

User Access Control Solution License (central DB) 1 

Layer 3 Switch 24 port  high end 2 

Master Network Monitoring and Management Solution + VPN licenses  1 

Remote Management Solution for usage policy 1 

High end Server + OS  2 

36u network rack with accessories + KVM 1 

IVRS 1 

Work station  1 

Furniture  1 

55" LFD 1 

1 KVA UPS 1 

Internet Installation  1 

Installation and Commissioning Charges Lump- sum 
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BOQ for  Category ïIV (NIT & IIT )  

Components  Qty  

UPS 1 KVA with Battery bank for 60 min full load backup  20 

Customized Rack for 1 KVA UPS Battery Bank 20 

UPS 3 KVA with Battery bank for 60 min full load backup  1 

HDPE Pipe and laying 2950 mtr.  

Internet Installation  1 

Installation and Commissioning Charges Lump- sum 
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10 Service Level Agreement 
10.1 SLA Requirement 
Service Level Agreement (SLA) shall become the part of Agreement between The BSEDC and the 

Successful Bidder. SLA defines the terms of the Successful Bidderôs responsibility in ensuring the 

timely delivery of the deliverables and the correctness of the same based on the agreed 

Performance Indicators as detailed in this section. The Successful Bidder has to comply with 

Service Levels requirements to ensure adherence to Project timelines, quality and availability of 

services. 

The Successful Bidder has to supply software/automated tools to monitor all the SLAs mentioned 

below. 

Note: Penalties shall not be levied on the Successful Bidder in the following cases: 

There is a Force Majeure event effecting the SLA which is beyond the control of the Successful 

Bidder 

The non-compliance to the SLA has been due to reasons beyond the control of the Bidder. 

Theft cases by default would not be considered as "beyond the control of Bidder". However, 

certain cases, based on circumstances & certain locations, The BSEDC may agree to qualify as 

"beyond the control of Bidder". Damages due to any accident / mishap shall be considered as 

"beyond the control of Bidder". However, Power shut  down or deliberate damage to access point 

would not be considered as "beyond the control of Bidder". 

The purpose of this Service Level Agreement (hereinafter referred to as SLA) is to clearly define 

the levels of service which shall be provided by the System Integrator to The BSEDC for the 

duration of this Agreement.  

10.1.1 Definitions  
For the purposes of this service level agreement, the definitions and terms are specified in the 

contract along with the following terms shall have the meanings set forth below :  

a. ñUptimeò shall mean the time period for the specified services / components with the specified 

technical service standards are available to the user department. Uptime, in percentage, of any 

component (Non IT & IT) can be calculated as: 

Uptime = {1 - [(D owntime) / (Total Time ï Maintenance Time)]} * 100  

b. ñDowntimeò shall mean the time period for which the specified services / components with 

specified technical and service standards are not available to the user and excludes downtime 

owing to Force Majeure & Reasons beyond control of SI. 

c. ñIncidentò refers to any event / abnormalities in the functioning of the Services specified as part 

of the Scope of Work of the Systems Integrator that may lead to disruption in normal operations 

of the Wi-Fi system. 

d. ñThe O&M Support" shall mean the 24x7x365 based support which shall handle Fault 

reporting, Trouble Ticketing , Service ticketing and related enquiries during this contract.  

e. ñResolution Timeò shall mean the time taken (after the incident has been reported at the 

helpdesk), in resolving (diagnosing, troubleshooting and fixing) or escalating (to the second level 
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or to respective vendors, getting the confirmatory details about the same from the vendor and 

conveying the same to the end user), the services related troubles during the first level escalation.  

#  SLA Parameter  Target  
1 Availability of Wireless Controller and L3 Switch services 

(24x7x365) 
99.90% 

2 Availability of Devices/Equipment i.e. AP Controllers, NW 
Switches, APs, Servers, etc. (24x7x365) 

99.90% 

3 Availability of end user connectivity i.e. Wi -Fi (24x7x365) 99.90% 
4 UPS Backup 99.00% 
5 Availability of NMS  100.00% 
6 Manpower Availability  99.90% 
7 Availability of Backbone Network Connectivity  99.99% 

 

10.2 Measurement of SLA 
Campus wise SLA monitoring and audit will be done and the implementation agency / successful 

bidder shall provide the NMS logs from time to time for monitoring and audit the SLA parameters 

identified for the Campus Wireless LAN. BSEDC reserves the right to periodically change the 

measurement points and methodologies it uses without notice to the Operator. 

10.2.1 Pre Implementation SLA  
 

Definition  Timely delivery of deliverables would 
comprise entire bill of material and the 
application systems, and as per successful 
UAT of the same. 

Service Level Requirement All the deliverables defined in the contract has 
to be submitted On-time on the date as 
mentioned in the contract with no delay.  

Measurement of Service Level Parameter To be measured in Number of weeks of delay 
from the timelines mentioned in the Project 
Timelines 

Penalty for non-achievement of SLA 
Requirement 

Any delay in the delivery of the project 
deliverables would attract a liquidated damage 
per week of 0.5% of the CAPEX of contract 
value per week for first 8 weeks and 1% per 
week for every subsequent week. If the 
liquidated damage reaches 10% of the total 
contract value, Authority may invoke 
termination clause. Liquidated damage will be 
computed on Capex value of contract value of 
the particular phase 
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10.2.2 Security Breach SLA 
Note ï This SLA for Security Breach is applicable over and above the SLAs mentioned in above 

table. 

Definition  Security of the  overall system is quite important and Successful 
Bidder shall be required to ensure no compromise is done on the 
same. Security 
Breach types considered for this SLA areï 

1. Availability of internet via Wi -Fi to any other user than 
those authorized by the BSEDC, and provided passwords 

2. Availability of any report / data to any other user than 
those authorized by the BSEDC, and provided passwords 

3. Successful hacking of any active component on the 
network by any 

4. unauthorized user 
5. Or any other privacy rule is broken as per Govt. of India 

guidelines and relevant laws in India  
Service Level 
Requirement 

Security compliance of the system should be 100% 

Measurement of Level 
Service Parameter 

Any reported security breach shall be logged as a security breach  

Penalty for non-
achievement of SLA 
Requirement 

For every security breach reported and proved, there shall be a 
penalty of INR 200,000/ -. 

 

10.2.3 Breach in support for Grievance Redressal  
Definition  Bidder is required to maintain a grievance redressal system. 
Service Level 
Requirement 

All grievances to be redressed in 2 working days (48 hours from 
the call logging) 

Measurement of Service 
Level Parameter 

Following instances would be considered as SLA non-
compliances: 

1. Non-redressal of grievance 
Penalty for non-
achievement Of SLA 
Requirement 

For every SLA non-compliance reported and proved, there shall 
be a penalty of INR 10,000/ -. 

 

10.2.4 Breach in supply of Technical Manpower 
Note ï This SLA for supply of Technical Manpower is applicable over and above the SLAs 

mentioned in the above table. 

Definition  Bidder is required to propose the CVs of the required technical 
manpower (as mentioned in Scope of work Section). It is vital that 
such manpower is available to Authority and performs to the 
expected levels. The current SLA breach shall specify penalty 
amount for non -availability of these man-power. 

Service Level 
Requirement 

Availability of the required man -power should be 100% 
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Measurement of Service 
Level Parameter 

Following instances would be considered as SLA non-
compliances: 

¶ Replacement of a profile by the Bidder (only one 
replacement per profile would be permitted per year)  

¶ Non-deployment of the profile for more than 15 
consecutive days. Authority reserves the right to ask SI to 
replace the profile if the performance / commitment are 
not up to the mark  

Note: Replacement due to reasons not in control of SI (like 
resignation of the resource, accident, etc.) would not be counted 
in the permissible 1 replacement. 

Penalty for non-
achievement Of SLA 
Requirement 

For every SLA non-compliance reported and proved, there shall 
be a penalty of INR 100,000/ -. 

10.2.5 General Instructions related to SLAs mentioned above 

¶ Theft cases by default would not be considered as "beyond the control of Bidder". However, 

certain cases, based on circumstances & certain locations, may agree to qualify as "beyond the 

control of Bidder".  

¶ Power shut down would not be considered as "beyond the control of Bidder".  

¶ Damages due to Road Accident / Mishap shall be considered as "beyond the control of 

Bidder".  

¶ Deliberate damage to access point / Pole would not be considered as "beyond the control of 

Bidder"  

¶ Bidder is advised to have stronger poles & proper housing to protect from such damages.  

¶ Bidder is also required to note that in case of SLAs not being made applicable for cases 

considered as "beyond the control of bidders", Bidder would be still need to replace the 

component (if it is not functional as per SLA) within the SLA defined for Resolution of Critical 

Level / Medium Level / Low level issues. In case bidder doesn't adhere to the Issue Resolution 

SLA timelines, the original SLA shall be made applicable. 

10.3 Penalties 
The implementation agency / successful bidder shall be paid QGR as per the services (i.e. 

availability) provided to the tenderer  

Par ameter  Availability at each 
location  

Penalty i.e. Deduction  

End User Internet 
Connectivity  

Within 99.90%  No Penalty 
Between 99.89%  to 99.01% 0.5% of QGR 
Between 99.00% to 97.01% 2.0% of QGR 
Between 97.00% to 93.01% 6.0% of QGR 
Between 93.0% to 88.01% 15.0% of QGR 
Between 88.00% to 75.01% 25.0% of QGR 
Less than 75.00% No Payment 

Availability of Backbone 
Network Connectivity  

Within 99.99%  No Penalty 
Between 99.98%  to 99.01% 1.0% of QGR 
Between 99.00% to 97.01% 2.0% of QGR 
Between 97.00% to 93.01% 6.0% of QGR 
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Between 93.0% to 88.01% 15.0% of QGR 
Between 88.00% to 75.01% 25.0% of QGR 
Less than 75.00% No Payment 

Availability of all categories of 
Devices/Equipment i.e. AP 
Controllers, NW Switches, 
APs, Servers, etc. (24x7x365) 

Within 99.90%  No Penalty 
Between 99.89%  to 99.01% 0.5% of QGR 
Between 99.00% to 97.01% 2.0% of QGR 
Between 97.00% to 93.01% 6.0% of QGR 
Between 93.0% to 88.01% 15.0% of QGR 
Between 88.00% to 75.01% 25.0% of QGR 
Less than 75.00% No Payment 

Availability of NMS Data  Within 100.00%  No Penalty 
Between 99.98%  to 99.01% 10.0% of QGR 
Less than 99.00%  No Payment 

UPS Backup Within 99.00%  No Penalty 
Between 98.99%  to 98.01% 0.5% of QGR 
Between 98.00% to 97.01% 2.0% of QGR 
Between 97.00% to 93.01% 6.0% of QGR 
Between 93.0% to 88.01% 15.0% of QGR 
Between 88.00% to 75.01% 25.0% of QGR 
Less than 75.00% No Payment 

Manpower Availability  Within 99.90%  No Penalty 
Between 99.89%  to 99.01% 0.5% of QGR 
Between 99.00% to 97.01% 2.0% of QGR 
Between 97.00% to 93.01% 6.0% of QGR 
Between 93.0% to 88.01% 15.0% of QGR 
Between 88.00% to 75.01% 25.0% of QGR 
Less than 75.00% No Payment 

Availability of Wireless 
Controller and L3 Switch 
services (24x7x365) 

Within 99.90%  No Penalty 
Between 99.89%  to 99.01% 0.5% of QGR 
Between 99.00% to 97.01% 2.0% of QGR 
Between 97.00% to 93.01% 6.0% of QGR 
Between 93.0% to 88.01% 15.0% of QGR 
Between 88.00% to 75.01% 25.0% of QGR 
Less than 75.00% No Payment 
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11 Appointment of Implementation  Agency / System Integrator 
11.1 Award Criteria  
As mentioned in the earlier sections.  

11.2 Right to Accept Any Proposal and To Reject Any or All Proposal(s) 
BSEDC reserves the right to accept or reject any proposal, and to annul the tendering process / 

Public procurement process and reject all proposals at any time prior to award of contract, without 

thereby incurring any liability to the affected bidder or bidders or any o bligation to in form the 

affected bidder or bidders of the grounds for BSEDC action. 

11.3 Notification of Award  

a. Prior to the expiration of the validity period, BSEDC will notify the successful 

bidder in writing or by fax or email, that its proposal has been accepted. In case the 

tendering process / public procurement process has not been completed within the 

stipulated period, BSEDC, may like to request the bidders to extend the validity 

period of the bid. Bidders shall extend their bid validity as r equested by BSEDC; 

proposal may be rejected for the bidders who do not provide the bid validity 

extension upon request by BSEDC and the EMD may be forfeited by BSEDC for 

such cases.  

b. The notification of award will constitute the formation of the contract. Upon the 

successful bidder's furnishing of Performance Bank Guarantee, BSEDC will notify 

each unsuccessful bidder and return their EMD. 

11.4 Contract Finalization and Award  

a. The BSEDC shall reserve the right to negotiate with the bidder(s) whose proposal 

has been most responsive. On this basis the draft contract agreement would be 

finalized for award & signing.   

b. BSEDC may also like to reduce or increase the quantity of any item in the Scope of 

Work defined in the RFP / Drop any line item from the indicative BOM. 

Accordingly total contract value may change on the basis of the rates defined in the 

financial proposal.   

c. Depending on the proposal of the most responsive bidder; BSEDC will enter in to 

two party agreement or tripartite agreement as per government norms with the 

bidder or consortium. However the SLA and Penalty will be applied on respective 

total (capex+Opex).  

11.5 Performance Guarantee 
The BSEDC will require the selected bidder to provide a Performance Bank Guarantee, within 15 

days from the Notification of award, for a value equivalent to 5% of the total quoted cost. The 

Performance Guarantee should be valid for a period of 5.5 years and it shall be renewed or placed 

from time to time till the completion of the project. The Performance Guarante e shall be kept valid 

till completion of the project and Warranty/O&M period. The Performance Guarantee shall 

contain a claim period of three months from the last date of validity. The selected bidder shall be 

responsible for extending the validity date and claim period of the Performance Guarantee as and 
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when it is due on account of non-completion of the project and Warranty period. In case the 

selected bidder fails to submit performance guarantee within the time stipulated, the BSEDC at 

its discretion may cancel the order placed on the selected bidder without giving any notice. BSEDC 

shall invoke the performance guarantee in case the selected Vendor fails to discharge their 

contractual obligations during the period or BSEDC incurs any loss due to Vendorôs negligence in 

carrying out the project implementation as per the agreed terms & conditions.  

11.6 Signing of Contract 
After the BSEDC notifies the successful bidder that its proposal has been accepted, BSEDC shall 

enter into a contract, incorporat ing all clauses, pre-bid clarifications and the proposal of the 

bidder between BSEDC and the successful bidder. The Draft Legal Agreement is provided as a 

separate document as a template. Other than what is mentioned in the draft agreement, the final 

agreement may also contain sections of BID response of the selected Bidder and other relevant 

clauses. 

11.7 Failure to Agree with the Terms and Conditions of the RFP 

a. Failure of the successful bidder to agree with the Draft Legal Agreement and Terms 

& Conditions of the RFP shall constitute sufficient grounds for the annulment of 

the award, in which event BSEDC may award the contract to the next best value 

bidder or call for new proposals from the interested bidders.  

b. In such a case, the BSEDC shall invoke the EMD of the most responsive bidder. 

11.8 Change Orders 
BSEDC may at any time, give written order to the selected bidder to make changes for providing 

additional Hardware specifically required, but not falling within the general scope of the current 

BSEDC Campus Wi-Fi Solution RFP/Contract.  

11.9  Taxes and Duties 

1. All the taxes, duties, levy and all other charges applicable and shall be valid for 

delivery on for basis to the designated delivery points. All payments will be 

subjected to tax deduction at source as applicable/required at the prevailing tax 

rates. 

2. The decision of BSEDC in this regard will be final and binding and no disputes in 

this regard will be entertained.  

3. Any change in taxation structure by Government will be applicable bidirectional to 

both the parties.  

11.10 Handing Over 
At the end of the operation and maintenance services period, BSEDC may exercise its option to 

renew the AMC and FMS with the existing vendor or may invite fresh bids for subsequent AMC 

and FMS. 

If handover is required to any other System Integrator other than the vendor, at the end of the 

existing contract period or otherwise, the vendor would be responsible for handing over the 

complete know-how documentation records/software logs and all such relevant items that may 

be necessary for the transition process.  
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11.11 Right to vary the scope of the work at the time of award 
The BSEDC reserves its right to make changes to the scope of the work at the time of execution of 

the resultant Agreement. If any such change causes an increase or decrease in the cost of, or the 

time required for the SIôs performance of any part of the work under the Agreement, whether 

changed or not changed by the order, an equitable adjustment (if required) shall be made in the 

Contract Value or time schedule, or both, and the Agreement shall accordingly be amended. Any 

claims by the SI for adjustment under this Clause must be asserted within thirty (30) days from 

the date of the SIôs receipt of the BSEDC changed order. 

11.12 Dispute Resolution & Arbitration  
Any dispute arising out of or in connection with this Agreement or the SLA shall in the first 

instance be dealt with in accordance with the escalation procedure to be framed during the 

contract signing. 

In case the escalations do not help in resolution of the problem within 3 weeks of escalation, both 

the parties should agree on a mediator for communication between the two parties. The process 

of the mediation would be as follows: 

Aggrieved party should refer the dispute to the identified mediator  (Decided by BSEDC and 

agreed by the SI) in writing, with a copy to the other party. Such a reference should contain a 

description of the nature of the dispute, the quantum in dispute (if any) and the relief or remedy 

sought suitable.  

The mediator shall use his best endeavours to conclude the mediation within a certain number of 

days of his appointment.  

If no resolution can be reached through mutual discussion or mediation within 30 days then the 

matter should be referred to arbitration. The arbitration procedure s hould follow Bihar Arbitration  

Tribunal Act . The place of arbitration shall be Patna, India  
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12 Special Terms and Conditions of Tender & Contract 
12.1 Acceptance Test 
The acceptance of all the sites in accordance with the requirements in this RFP shall be conducted. 

After successful testing by the consultant or any party as authorised by BSEDC, a Final Acceptance 

Test Certificate shall be issued by BSEDC to the Bidder. The date on which Final Acceptance 

certificate is issued shall be deemed to be the date of successful commissioning of campus Wi-Fi. 

The test shall include the following  

1. All Civil, electrical, UTP, OFC, etc., are completed as per the industry standard and 

minimum specifications.  

2. All hardware and software items must be installed at particular site as per the 

specifications. 

3. Availability of all the defined services shall be verified. The successful bidder shall be 

required to demonstrate all the features/facilities/functionalities as mentioned in the 

RFP. 

4. Successful bidder will arrange the test equipment required for performance verification. 

Successful bidder will also provide documented test results. Any delay by the Bidder in the 

Final Acceptance Testing shall render the Bidder liable to the imposition of appropriate 

Penalties. 

12.2 Responsibility Matrix  
The roles of the stakeholders shall change over a period of time as the Project will evolve from 

design to implementation and enter the  operations phase. Stakeholdersô responsibilities, 

illustrative organizational structure for the design & implementation phase, operational phase is 

given below: 

Responsibilities are shown using RACI Matrix which splits Project tasks down to four 

participa tory responsibility types that are then assigned to different stakeholders in the Project.  

 R (Responsible) - Those who do work to achieve the task  

A (Approve) - The Stakeholder that ultimately approves the task 

C (Consulted) - Those whose opinions are sought (2 way communications)  

I (Informed) - Those who are kept up-to-date on progress (1 way communication) 

Activity  

IT
 D

e
p

a
rt

m
e

n
t
 

B
S

E
D

C
 

S
I 

Preparation of the Draft RFP I  R   

Review of the Draft RFP I  R   

Preparation of the Final RFP I  R   
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Activity  

IT
 D

e
p

a
rt

m
e

n
t
 

B
S

E
D

C
 

S
I 

Publishing of Tender  R   

Bid Evaluation & Bid Management  I  R   

Signing of the Contract I  R R 

Site Identification  I  A R 

Site Handover I  R I  

Preparation of the Inception Report and Project Plan  I  A R 

Submission of Site Survey Report I  A R 

Validate the Site Survey Report I  R C 

Approve the Site Survey Report  A I  

Prepare and Submit the Technical Design I  A R 

Validate the Technical Design  I  A R 

Approve the Technical Design  A I  

Submission of the Partial Acceptance Testing & Final Acceptance Testing 
Formats 

I  A R 

Supply, Installation, Configuration and Commissioning of various equipment, 
components, systems 

I  I  R 

Training  I  I  R 

Partial Acceptance Testing & Final Acceptance Testing of IT & Non-IT 
Equipment  

I  I  R 

On-Site Facilities Management service I  I  R 

Weekly Progress Reports I  A R 

Monthly Progress Reports I  A R 

Penalty for breach of SLA  A I  

Completion certificate after each phase I  R C 

 

12.3 Liquidated Damages 
 

Subject to clause for Force Majeure if the bidder fails to complete the Campus Wi-Fi project of 

BSEDC before the scheduled completion date or the extended date or if any. 

1) Vendor repudiates the contract before completion of the work, the BSEDC at its discretion 
may without prejudice to any other right or available remedy, may recover 1% per week 
subject to a maximum of 10% of the project cost from the Vendor as Liquidated Damages 
(LD).  
 

2) In the case it leads to termination, the BSEDC shall give 30 daysô notice to the vendor of 
its intention to terminate the contract and shall so terminate the contract unless during 
the 30 daysô notice period the vendor initiates remedial action acceptable to the BSEDC. 
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3) The BSEDC may without prejudice to its right to affect recovery by any other method 
deduct the amount of liquidated damages from any money belonging to the vendor in its 
hands (which includes the BSEDC right to claim such amount against vendorós 
Performance Bank Guarantee) or which may become due to the vendor. Any such recovery 
or liquidated damages shall not in any way relieve the vendor from any of its obligations 
to complete the works or from any other obligations and liabilities under the Contract.  

 

12.4 Performance security  
 On receipt of notification of award from the BSEDC Ltd, the successful bidder shall furnish the 

performance security in accordance with the conditions of contract, in the performance security 

form provided in the bidding documents or in  another form acceptable to the BSEDC. 

The Performance Guarantee shall be denominated in Indian Rupees and shall be in the form of a 

Bank Guarantee issued by a scheduled bank located in India with at least one branch office in 

Patna in the format pr ovided by BSEDC.  

 Failure of the successful bidder to sign the contract, proposed in this document and as may be 

modified, elaborated or amended through the award letter, shall constitute sufficient grounds for 

the annulment of the award and forfeiture of  the bid security, in which event the BSEDC may 

make the award to another bidder or call for new bids. 

The Performance Guarantee shall be returned to the Bidder within 30 days of the date of 

successful discharge of all contractual obligations at the end of the period of the Agreement by 

BSEDC. In the event of any amendments to Agreement, the Bidder shall within 15 days of receipt 

of such amendment furnish the amendment to the Performance Guarantee as required. 

12.5 Force Majeure 

1. The Vendor shall not be liable for forfeiture of its performance security, liquidated 

damages, or termination for default if and to the extent that itôs delay in performance or 

other failure to per form its obligations under the Contract is the result of an event of Force 

Majeure. 

2. For purposes of this clause, ñForce Majeureò means an event beyond the control of the 

Vendor and not involving the Supplierôs fault or negligence and not foreseeable. Such 

events may include, but are not restricted to, acts of the BSEDC in its sovereign capacity, 

wars or revolutions, fires, floods, epidemics, quarantine restrictions and freight 

embargoes. 

3. If a Force Majeure situation arises, the Vendor shall promptly notify the BSEDC in writing 

of such condition and the cause thereof. Unless otherwise directed by the BSEDC in 

writing, the Vendor shall continue to per form its obligations under the Contract as far as 

is reasonably practical, and shall seek all reasonable alternative means for performance 

not prevented by the Force Majeure event. 

12.6 Intel lectual Property Rights 
All intellectual property rights for the work performed under this RFP as far as data is concerned 

shall lie with BSEDC  This clause is applicable to all data in any form or format designed and 
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developed for BSEDC under this RFP by the vendor. The vendor shall not use such data for any 

other purpose during and after the term of contract.  

12.7 Indemnity  & Limitation of Liability  

12.7.1 Clause 1  
Subject to Clause 13.7.2 below, SI (the "Indemnifying Party") undertakes to indemnify BSEDC 

(the "Inde mnified Party") from and against all Losses on account of bodily injury, death or 

damage to tangible personal property arising in favour of any person, Board or other entity 

(including the Indemnified Party) attributable to the Indemnifying Party's neglige nce or willful 

default in performance or non -performance under this Agreement. If the Indemnified Party 

promptly notifies Indemnifying Party in writing of a third party claim against Indemnified Party 

that any Service provided by the Indemnifying Party inf ringes a copyright, trade secret or 

patents incorporated in India of any third party, Indemnifying Party will defend such claim at its 

expense and will pay any costs or damages that may be finally awarded against Indemnified 

Party. Indemnifying Party will not indemnify the Indemnified Party, however, if the claim of 

infringement is caused by (a) Indemnified Partyôs misuse or modification of the Service; (b) 

Indemnified Partyôs failure to use corrections or enhancements made available by the 

Indemnifying Party; (c) Indemnified Partyôs use of the Service in combination with any product 

or information not owned or developed by Indemnifying Party; (d) Indemnified Partyôs 

distribution, marketing or use for the benefit of third parties of the Service; or (e) infor mation, 

direction, specification or materials provided by Indemnified Party or any third party contracted 

to it. If any Service is or likely to be held to be infringing, Indemnifying Party shall at its expense 

and option either (i) procure the right for In demnified Party to continue using it, (ii) replace it 

with a noninfringing equivalent, (iii) modify it to make it noninfringing. The foregoing remedies 

constitute Indemnified Partyôs sole and exclusive remedies and Indemnifying Partyôs entire 

liability wit h respect to infringement.  

 

12.7.2 Clause 2 
The indemnities set out in Clause 13.7.1 shall be subject to the following conditions: 

I.  the Indemnified Party as promptly as practicable informs the Indemnifying Party in 

writing of the claim or proceedings and provides all relevant evidence, documentary or 

otherwise; 

II.  the Indemnified Party shall, at the cost of the Indemnifying Party, give the Indemnifying 

Party all reasonable assistance in the Defense of such claim including reasonable access to all 

relevant information, documentation and personnel provided that the Indemnified Party may, 

at its sole cost and expense, reasonably participate, through its attorneys or otherwise, in such 

Defense; and such cost borne by the indemnified party shall be deducted from the payment due 

to the Indemnifying party.  

III.  if the Indemnifying Party does not assume full control over the Defense of a claim as 

provided in this Article, the Indemnifying Party may participate in such Defense at its sole cost 

and expense, and the Indemnified Party will have the right to defend the claim in such manner 

as it may deem appropriate, and the cost and expense of the Indemnified Party will be included 

in Losses; 
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IV.  the Indemnified Party shall not prejudice, pay or accept any proceedings or claim, or 

compromise any proceedings or claim, without the written consent of the Indemnifying Party;  

V. all settlements of claims subject to indemnification under this Clause will:  

A. be entered into only with the consent of the Indemnified Party, whic h consent will not be 

unreasonably withheld and include an unconditional release to the Indemnified Party from the 

claimant or plaintiff for all liability in respect of such claim; and  

B. include any appropriate confidentiality agreement prohibiting discl osure of the terms of 

such settlement; 

VI.  the Indemnified Party shall account to the Indemnifying Party for all awards, 

settlements, damages and costs (if any) finally awarded in favour of the Indemnified Party which 

are to be paid to it in connection wit h any such claim or proceedings; 

VII.  the Indemnified Party shall take steps that the Indemnifying Party may reasonably 

require to mitigate or reduce its loss as a result of such a claim or proceedings; 

VIII.  in the event that the Indemnifying Party is obl igated to indemnify an Indemnified Party 

pursuant to this Article, the Indemnifying Party will, upon payment of such indemnity in full, be 

subrogated to all rights and defenses of the Indemnified Party with respect to the claims to 

which such indemnificati on relates; and 

IX.  if a Party makes a claim under the indemnity set out under Clause 15.1 above in respect 

of any particular Loss or Losses, then that Party shall not be entitled to make any further claim 

in respect  of that Loss or Losses (including any claim for damages). 

The liability of SI (whether in contract, tort, negligence, strict liability in tort, by statute or 

otherwise) for any claim in any manner related to this Agreement, including the work, 

deliverables or Services covered by this Agreement, shall be the payment of direct damages only 

which shall in no event in the aggregate exceed the amount specified in the contract. The liability 

cap given under limitation of liability clause shall not be applicable to the indemnification 

obligations set out here. 

In no event shall either party be liable for any consequential, incidental, indirect, 

special or punitive damage, loss or expenses (including but not limited to 

business interruption, lost business, lost profits, or lost savings) nor for any thir d 

party claims (other than those set-forth in this section) even if it has been advised 

of their possible existence.  

The allocations of liability in this Section represent the agreed and bargained-for 

understanding of the parties and compensation for the Services reflects such 

allocations. Each Party has a duty to mitigate the damages and any amounts 

payable under an indemnity that would otherwise be recoverable from the other 

Party pursuant to this Agreement by taking appropriate and commercially 

reasonable actions to reduce or limit the amount of such damages or amounts. 
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12.8 Implementation Schedule  
The milestones, deliverables and time schedule for the implementation of the project would be as 

follows;  

The time specified for delivery and other activities as mentioned in the table below shall be 

deemed to be essence of the contract.  

ñTò is the event marking BSEDC issuing LoI/ work order to the successful bidder.  

#  Scope of Work  Deliverable  Timeline  
1 Signing of Contract 

¶ Signing of Agreement 

¶ Submission of Performance Security 

 
T+2 weeks 
 

2 Site Survey 
¶ Site Survey Report mentioning 

building wise and location wise 
installation of hardware  

T+6 weeks 

3 Installation 
Configuration 
Integration of 
Hardware/ Software 
at Control & 
Command Center, 1 
University and 2 
College 

¶ Device wise Configuration report 

¶ In case of Software, the report should 
consist of Software Installation 
Guide and checklist 

¶ Complete set of Technical/ 
Operation and Maintenance Manual.  

¶ Report formats for approval of 
BSEDC 

T+10 weeks 

4 Testing and 
Commissioning 

¶ UAT report for Control & Command 
Center, 1 University and 2 College 
and successful commissioning 
certificate 

T+11 weeks 

5 Installation 
Configuration 
Integration of 
Hardware/ Software 
(Cluster wise*) 

¶ Device wise Configuration report 

¶ In case of Software, the report should 
consist of Software Installation 
Guide and checklist 

¶ Complete set of Technical/ 
Operation and Maintenance Manual. 

¶ Report formats for approval of 
BSEDC 

Plan to be 
submitted by 
the SI to 
complete the 
entire project 
and achieve go-
live in T+26 
weeks 

6 Testing and 
Commissioning 

¶ UAT report for entire infrastructure  

¶ Successful commissioning certificate 

Plan to be 
submitted by 
the SI to 
complete the 
entire project 
and achieve go-
live in T+26 
weeks 

7 Maintenance 
Support and Facility 
Management 
Services 

¶ Quarterly Help desk cum SLA 
compliance reports 

¶ Quarterly Preventive Maintenance 

¶ Reports  

Quarterly for 5 
years from the 
date of 
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#  Scope of Work  Deliverable  Timeline  

¶ Quarterly Configuration ch ange 
reports 

¶ Quarterly location wise Inventory 
reports 

¶ Other reports as desired by the 
BSEDC 

successful Go-
Live 

 

Note: They bidder may need to implement in other colleges and universities (which is not 

included in the list given in the RFP) in the already discovered price.  

Cluster details are provided separately in this RFP.  

 

12.9 Termination  

12.9.1 Termination for Default  
If t he vendor fails to carry out the award / work order in terms of this document within the 

stipulated period or any extension thereof, as may be allowed by BSEDC, without any valid 

reasons acceptable to BSEDC; BSEDC may terminate the contract after giving one month notice, 

and the decision of BSEDC on the matter shall be final and binding on the vendor. Upon 

termination of the contract, BSEDC shall be at liberty to get the work done at the risk and expense 

of the vendor through any other agency, and to recover from the bidder compensation or damages. 

12.9.2 Bankruptcy and Insolvency 
Bihar Government/BSEDC can terminate the contract if the bidder becomes bankrupt and/or 

losses the desired state of insolvency with a notice of 15 days. BSEDC, in such cases of termination, 

will not be responsible for any loss or financial damage to the service provider resulted due to the 

termination. BSEDC will also, in such cases have the right to recover any pending dues by invoking 

the performance bank guarantee or any such instrument available with BSEDC.  
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13 Annexure 1 - Technical Specifications 
The below mentioned Specification tables should be submitted with filled in compliance column 

as part of the technical proposal by the bidders 

OEM Criteria:  

¶ OEM should be in Gartner's Magic Quadrant for the Wired & Wireless LAN / Enterprise 

LAN (Global) for last 5 years and should have service and R&D centre in India. 

¶ Equipment should come directly from OEM  

¶ All switches & SFP modules should be from the same OEM to avoid any kind of issues 

like heat generation etc. 

¶ OEM installation should have present in Bihar for last 5 years. 

 

1 Wireless Controller  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1.  General Information  Centralized WLAN architecture where 
Controller (Virtual/Hardware) should support 
management of Upto 30 Access Point for Type-
1 WLC, 50 Access point  for Type-2 WLC and 
100 Access Point for Type-3 WLC from day 1. In 
case of Virtual it should be quoted with required 
server/hardware for each type of controller.  

 

2.  Type-1 WLC should support 800 concurrent 
devices, Type-2 WLC should support 1500 
Concurrent devices and Type-3 WLC should 
support 2000 concurrent devices.  

 

3.  System must be highly available, have no single 
point of failure. Controller must be deployed in 
1+1 redundancy. 

 

4.  Support Point to Point / Point to Multipoint 
solution  

 

5.  Authentication and 
Encryption  

MAC, 802.1x, web based authentication.  

6.  Ability to utilize RADIUS attributes to assign 
users or devices to specific roles/VLANs. 

 

7.  802.11 Standard Support Support 802.11a/b/g/n/ac wireless standards   

8.  AP to Controller 
Communication  

Use of industry standards-based (IEEE or IETF) 
tunneling protocols; specify standard that the 
tunneling mechanism is based on. 

 

9.  AP Management Automatic updates of firmware and software on 
all APs without user intervention.  

 

10.  Support discovery protocol from APs to find and 
sync with Virtual/Hardware controller.  

 

11.  All AP configuration and service delivery 
information  centrally managed and maintained 
via the Virtual/Hardware controller.  
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#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

12.  Centralized Virtual/Hardware controller 
provides an easy to use (template based) 
mechanism to support configuration.  

 

13.  RF Management Solution must have the ability to intelligently 
and dynamically load-balance devices without 
receiving a new association request from the 
device  

 

14.  Allow for automatic and manual RF adjustment.   

15.  Load balancing across bands and steering of 
dual-band capable clients from 2.4GHz to 5GHz 
in order to improve network performance 
without the use of client specific configurations 
or software. 

 

16.  Traffic shaping capabilities to offer air -time 
fairness across different type of clients running 
different operat ing systems in order to prevent 
starvation of client throughput in particular in a 
dense wireless user population without the use 
of client specific configurations or software.  

 

17.  Capability to provide preferred access for ñfastò 
clients over ñslowò clients in order to improve 
overall network performance.  

 

18.  System should support RF management in real 
time and without the need to perform any 
network baselines or manually administered 
measurements and must be based on real RF 
information versus models  in management 
systems. 

 

19.  RF Redundancy  

20.  User and bandwidth capacity  

21.  Access Control Capability to ensure privacy protection by 
preventing firewall and IP spoofing attacks, and 
enforcing TCP handshake 

 

22.  Rules for access rights based on any 
combination of time, location, user identity, 
device identity, and extended attributes from 
the authentication database. 

 

23.  Virtual/Hardware controller should provide the 
capability to support dynamic role updates of 
users based on messages received through 
external APIs 

 

24.   Airtime -based bandwidth contract to allow for 
rate-limiting and port blocking on a per SSID 
basis. 

 

25.  Intrusion Detection / 
Prevention 

Wireless Intrusion Detection Solution (WIDS)   

26.  Ability for the system to provide visibility into 
all 802.11 Wi-Fi channels  
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#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

27.  Accurate and automatic method of classifying 
real Rogues (on network) versus interfering 
neighbor networks whether Rogues have 
encryption or not and without client software or  
upgrades to current network.  

 

28.  Efficient means of automatic rogue AP 
containment with minimal RF impact and 
without requiring dedicated APs to listen on the 
wired ports or any other manual procedure (e.g. 
support the use of hybrid APs (scan & serve) and 
dedicated sensors simultaneously) 

 

29.  Utilization of the same server / user interface for 
WIPS and WLAN data collection 

 

30.  Automatic Ad -hoc network detection and 
containment  

 

31.  Detection of wireless bridges  

32.  Protection for Man -In -The-Middle and Honey-
Pot attacks 

 

33.  Protection for denial of service attacks  

34.  Protection for MAC address spoofing  

35.  User-definable rate threshold detection and 
protection  

 

36.  Detection of active network scanning tools  

37.  Data/packet CRC and sequence error detection 
and prevention 

 

38.  Blacklisting of wireless user devices after failed 
authentication attempts for web based 
authentication and 802.1X authentication 
against user-defined thresholds 

 

39.  Blacklisting of wireless devices after wireless 
denial of service attack is detected from the 
wireless device. 

 

40.   Blacklisting of wireless devices after firewall / 
ACL access rule violations are detected within 
the centralized switch / controller.  

 

41.  Explain support for detecting attack signatures 
detected by the solution  

 

42.  Blacklisting a user.  

43.  For advance forensic should perform spectrum 
analysis to detect and classify sources of 
interferences. System should provide chart 
displays and spectrograms for real-time 
troubleshooting and visualization.  

 

44.  Mobility  The system must support L2 roaming 
capabilities across APs with no special client-
side software required. 
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#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

45.   The system must support L3 roaming 
capabilities across APs (terminated on the same 
and different controllers) with no special client -
side software required. 

 

46.  Quality of Service (QoS) Provide application, user, and policy based QoS.  

47.  Should support mDNS (Bonjour, Chromecast, 
DIAL, etc.)  

 

48.  Support real time voice and video applications 
such as IPTV and VoWiFi. 

 

49.  Automatic call recognition of voice protocols 
such as Session Initiation Protocol (SIP), Skinny 
Client Control Protocol (SCCP), VOCERA, 
Spectralink Voice Protocol (SVP), and VoWLAN 
protocols 

 

50.  Battery-saving features such as proxy ARP for 
clients, multicast/broadcast filtering, large 
DTIM configurations, multicast/broadcast to 
unicast conversion integrated into the AP and 
controllers without requiring client side 
software components 

 

51.  Traffic prioritization   

52.  Network Services  An internal DHCP server for ease of 
deployment and scalability must be available. 

 

53.  Support GRE and IPSEC tunnels between 
controller and other GRE/IPSEC termination 
devices in order to enable secure site-to-site 
connections without requiring external 
hardware. 

 

54.  Management Command line interface to control and manage 
all aspects of the WLAN system from controller. 

 

55.  SNMP v3  

56.  Browser-based system for total solution 
management including: configuration, 
monitoring, troubleshooting.  

 

57.  Single dashboard view of overall network, user, 
and security status 

 

58.  Administrative rights partitioning - different 
admins have different rights.  

 

 

  



RFP for Implementation of Campus W i -Fi Project, Government of Bihar  

70 | P a g e 
 

2 Access Point  

 

a.  Indoor  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1  Certification  Plenum rated with UL 2043 certification.   

2  Ports AP should have one Auto-sensing 10/100/1000 
port; one serial console port 

 

3  Connectivity  Support 802.3 standard Power-over-Ethernet 
(PoE) with full capacity operation at full power 
of the radios  

 

4  Mount  Ceiling and/or wall mounting options   

5  Management The Access Point should have the technology to 
improve downlink performance to all mobile 
devices. 

 

6  Real-time, fully integrated spectrum analyzer 
capabilities on the APs that does not required 
dedicated sensors or separate operating system 
running on the AP radios. 

 

7  Mobility  Access Point radio should be minimum 2X2 
MIMO with minimum 2 spatial streams; Dual 
Radio access   

8  Minimum of 8 SSIDs available on each AP 
simultaneously without negatively impacting 
system performance.  

9  High throughput  Access Point should be 802.11ac ready from day 
one. 

 

10  Diagnostics Real time packet capture on the APs, without 
disconnecting clients. 

 

11  Security Capable of multi-function services including: 
data access, intrusion detection, intrusion 
prevention, location tracking, and RF 
monitoring with no physical ñtouchò and no 
additional cost.  

 

12  AP should have lock option for security.  

13  Other Access point should be supplied with OEM 
mounting kit.  

 

 

b.  Outdoor  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1  Certification  Plenum rated with UL 2043 certification.   

2  External 
Protection 

AP should be IP67 rated for dust and water protection. No 
third party casing will be accepted 
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3  Ports AP should have minimum two Auto -sensing 10/100/1000 
port.  

 

4  Connectivity  Support 802.3 standard Power-over-Ethernet (PoE+) with 
full capacity operation at full power of the radios.  

 

5  Power Must support Direct 100 - 240 VAC to power up access 
point.  

 

6  Mobility  Minimum of 8 SSIDs available on each AP simultaneously 
without negatively impacting system performance. 

 

7  Access Point radio should be minimum 3X3 MIMO with 
minimum 3 spatial streams or more. Dual Radio capable. 

 

8  Security Capable of multi-function services including: data access, 
intrusion detection, intrusion prevention, location 
tracking, and RF monitoring with no physical ñtouchò and 
no additional cost.  

 

9  Managemen
t 

Real-time, fully integrated spectrum analyzer capabilities 
on the APs, that does not require dedicated sensors or 
separate operating system running on the AP radios. 

 

10  The Access Point should have the technology to improve 
downlink performance to all mobile devices.  

 

11  High 
throughput  Access Point should be 802.11ac ready from day one. 

 

12  Diagnostics Real time packet capture on the APs, without 
disconnecting clients. 

 

14  Mounting  Access point should be supplied with OEM mounting kit 
and shall support pole, wall, and roof mounting options.  

 

15  Operating 
Temperatur
e 

The Access point shall be rated for operation over an 
ambient temperature range of 0° to 60°C 

 

3 Layer 3 Core Switch  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1.  Ports Switch should have 24 port SFP+ Ports and 4 QSFP+ for 
Uplink  from Day 1 and future upgradeable to 48 Port 
SFP+ and 6 QSFP+ ports in the same hardware 

 

2.   Architecture  Non-blocking, wire -speed switching architecture  

3.   Switch should be populated with 4 x 1000 Base-T ports  

4.   Switch should be populated with 4 x 1000 Base-LH ports   

5.   Switch should be populated with 6  x 10 G base SR Ports  

6.   Switch should have capacity and forwarding rate (64-
byte): 2 Tbps / 1000 Mpps  

 

7.  Switch should have 96k Mac address  

8.   Switch should have 4K VLAN  

9.   Routing 
Protocol 

Switch should have stactic ip route up to 16k for RIP, OSPF 
, VRRP , VRF and BGP from day one 
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#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

10.   Power and 
Cooling 

Switch should have 2 internal field -replaceable, hot-
swappable AC power supply & field-replaceable Fan 
Modules 

 

11.  Jumbo Frame : At least 9Kb support  

12.  IEEE 802.1 D Spanning Tree; IEEE 802.1w, IEEE 802.1s  

13.  IEEE 802.1p with  hardware priority queuing, hardware -
based rate limiting  

 

14.  802.1X and MAC-based authentication, MAC based port 
locking and RADIUS support  

 

15.  Switch should support PIM -SM from Day-1.  

16.  Switch should support MACsec in future, if required   

17.  Security 
Managemen
t 

Switch should have s secure management via IPv4 or IPv6 
through features such as Secure Shell (SSHv1/2), Secure 
Sockets Layer (SSL), Simple Network Management 
Protocol (SNMPv1,2,3). 

 

4  Layer 2 Distribution Switch  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1.   Rack Mount, Store and Forward, Layer 2/ 3 Wire speed 
non-blocking Switch  

 

2.    Switch should be configured with the following 
configurations/ modules from Day 1 in a single switch/ 
Chassis 

 

3.      12 X 10/100/1000 Base T POE + ports  & 24 x 1000 Base 
SFP ports  & 2 x 10G SFP+ Ports 

 

4.    Switch should be populated with 2 x 10 G SR modules and 
6 x 1000 Base LH module 

 

5.    At least 172 Gbps Switching Fabric & 100 Mbps  

6.    IPv6 SUPPORT   

7.   MAC ADDRESS CAPACITY : 32K MAC Addresses  

8.    VLAN CAPACITY : Minimum 4000 VLAN   

9.    JUMBO FRAME : At least 9Kb support   

10.    Switch should support internal Field Replaceable and Hot 
Swappable PSU in N+N Redundancy architecture from 
day 1. 

 

11.   IEEE 802.1 D Spanning Tree; IEEE 802.1w, IEEE 802.1s  

12.   IEEE 802.1p with hardware priority queuing, hardware -
based rate limiting  

 

13.   802.1X and MAC-based authentication, MAC based port 
locking and RADIUS support  

 

14.   Static Routing , RIPng, OSPFv3, VRRP and BGP+ support 
from day 1 
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#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

15.   Switch should support PIM -SM from Day-1.  

16.   Should support upto atleast 4000 IP Multicast Streams 
simultaneously and atleast 4000 IGMP interfaces.  

 

17.   Switch should support MACsec in future, if required   

18.    Switch should have Operating temperature: 0° and 45° C  

19.   OEM Warranty 5 Years   

5 Layer 2 POE+ Access Switch  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1.   Switch should have 8 port 10/100/100 0 POE+ Ports and 2 
SFP Ports. 

 

2.   Switch should be populated with 2 x 1000 Base-LH ports   

3.   Switch should have capacity and forwarding rate (64-
byte): 20Gbps / 14 Mbps  

 

4.   Switch should have 16k Mac address  

5.   Switch should have 256 VLAN  

6.   Switch should be able to work in fan less mode.  

7.   Switch should have Operating temperature: 0° and 45° C  

8.   Switch should have support for at least Inter -VLAN 
routing and Static routes from Day -1. 

 

9.   Switch should have PoE+ Budget of at least 160W.   

10.   Switch should support IEEE Standards of Ethernet: IEEE 
802.1d, 802.1s, 802.1w, 802.3ad, 802.3x, 802.1D, 802.1p, 
802.1Q, 802.3, 802.3u, 802.3ab, 802.3z, 1000BASE-T, 
1000BASE-X (mini -GBIC/SFP), 1000BASE-SX, 
1000BASE-LX/LH  

 

11.   It shall support IEEE 802.1AB Link Layer Discovery 
Protocol (LLDP) &  support IEEE 802.1p traffic 
prioritization delivering data  to devices based on the 
priority and type of traffic & strict priority queuing or high 
strict priority queue  

 

12.   Switch should have s secure management via IPv4 or IPv6 
through features such as Secure Shell (SSHv1/2), Secure 
Sockets Layer (SSL), Simple Network Management 
Protocol (SNMPv1,2,3). 

 

13.   Switch should be fully managed with  dedicated console 
port  

 

14.   OEM Warranty 5 Years   

 

6  Unified Threat Management(UTM)  
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#  Parameter  Minimum Specifications  Complianc
e (Y/N)  

1.  Brand The brand should be in Leader's quadrant of Gartner's 
report for last three years. 

 

2.  Form Factor Compact desktop  

3.  Throughput  Throughput of the firewall should be minimum 1 Gbps or 
more. 

 

4.  Interface 
required 

5x 10/100/1000Base-T RJ45 interface  

5.    Must have LOM interface for  better manageability   

6.  IPS 
throughput  

Minimum 1.44 Gbps using custom/ recommended IPS 
profile along with bi -directional full session scanning 
enabled or more. (no half session scan should be enabled ) 

 

7.  Concurrent 
Session 

Minimum 3.2 Million or more   

8.  New 
sessions/sec 

Minimum 48,000 or more   

9.  IPSec VPN 
throughput  

Minimum 2.25 Gbps or more   

10.  Memory Minimum 8 GB or more   

11.  Virtual 
firewall 
/Virtual 
domain 

Maximum 10   

12.  High 
Availability  

Active-Active & Active-Passive from Day 1  

13.  Firewall 
feature 
  
  
  
  
  
  
  
  
  

Firewall should support RIP,OSPF,BGP,IGMP, PIM etc.  

14.  Should support IPSec encryption, NAT-T, 1024 VLAN per 
system, 802.3ad link aggregation, link & device fail over 
detection 

 

15.  The firewall solution should have Intrusion Prevention 
System & Application control feature from day -1.  

 

16.  The IPS should have the feature to protect cross site 
scripting attack, SQL & command Injection attacks, 
Directory traversal attack, LDAP injection  attack etc. 

 

17.  The solution should be able to remove the active contents 
which can be exploitable & embedded objects from 
Microsoft office files like MS Word, Excel etc. & PDF files, 
to eliminate the potential threat.  

 

18.  Security management should provide Compliance 
monitoring framework so that it can monitor compliance 
status of these devices in the real time. It is expected, the 
network solution to provide real -time and continuous 
assessment of all major regulations like  ISO27001, 
COBIT,NIST, FIPS 200, GLBA, ISO27002, HIPAA 
security, PCI DSS, SOX etc. The bidder can quote any 
qualified third party solution to achieve the goal.  

 

19.  The firewall should support NAT64 & NAT66   
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#  Parameter  Minimum Specifications  Complianc
e (Y/N)  

20.  The firewall should have minimum 300 GB  HDD.   

21.  Detailed reporting feature in PDF & HTML format is 
required.  

 

22.  Should have flexibility to define newly downloaded 
protections will be set in Detect or Prevent mode 

 

23.  Warranty  5 Years from OEM   

7 Server 1 (Command Centre)  

#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

1.  Chassis 1 U Rack Mountable  

2.  
CPU 

 
One number of latest generation Intel 8 E5-2600v4 
processor 

 

3.  

Memory 

32 GB DIMMS scalable to at least Upto 512GB, using 
DDR4 Load Reduced DIMM (LRDIMM) memory 
modules. Should be capable of identifying and reporting 
whether genuine OEM memory is installed.  Each 
LRDIMM should work at 2133MHz, 1. 2V even after 
populating all the DIMMs in the channel.  

 

4.  Memory 
Protection 

Advanced ECC  with multi-bit error protection and 
memory online spare mode 

 

5.  HDD Bays Up to 8 SFF/4 LFF max, HDD/SSD  

6.  Optical drive 
Bay 

One optional optical drive bay to install DVD -ROM or 
DVD-RW. 

 

7.  Hard disk 
drive  

 2*1TB , should be scalable Upto 9.6TB (SFF) or 24TB 
(LFF) 

 

8.  Controller  
Embedded 6Gb/s SATA controller RAID controller with 
RAID 0/1/10/5 for SATA Disk.  

 

9.  
Networking 
features 

1Gb 2-port network adaptor supporting advanced 
features such as TCP segmentation offload, VLAN 
tagging, MSI-X, Jumbo frames, IEEE 1588, and 
virtualization features such as VMDQ. 

 

10.  

Interfaces 
¶ Video ï 1 

¶ 4 USB ports (standard)  

¶ Micro SD slot ï 1 

 

11.  Bus Slots 
Three PCI-Express 3.0 slots, at least two x8 and one x16 
slots 

 

12.  Power Supply Redundant Power Supplies   

13.  Fans Redundant hot-plug system fans  

14.  
Industry 
Standard 
Compliance 

¶ ACPI 2.0b Compliant  

¶ PCIe 3.0 Compliant  

¶ PXE Support 

¶ WOL Support 
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#  Parameter  Minimum Specifications  Compliance  
(Y/N)  

¶ Microsoft® Logo certifications  

¶ USB 3.0 Support 

¶ ASHRAE A3/A4 

15.  

Embedded 
system 
management 

Should support monitoring ongoing management, 
service alerting, reporting and remote management 
with embedded Gigabit out of band management port 
Server should support configuring and booting securely 
with industry standard Unified Extensible Firmware  
System should support RESTful API integration  
System management should support provisioning 
servers by discovering and deploying 1 to few servers 
with Intelligent Provisioning  
System should support embedded remote support to 
transmit hardware events directly to OEM or an 
authorized partner for automated phone home support  

 

16.  Operating 
Systems and 
Virtualization 
Software 
Support 

¶ Microsoft Windows Enterprise Server 

¶ Red Hat Enterprise Linux (RHEL)  

¶ SUSE Linux Enterprise Server (SLES) 

¶ Oracle Solaris 

¶ VMware 

¶  

17.  

Secure 
encryption  

System should support Encryption of the data on both 
the internal storage and cache module of the array 
controllers using encryption keys. Should support local 
key management for single server and remote key 
management for central management for enterprise-
wide data encryption deployment.  

 

18.  Warranty  
Server Warranty includes 5-Year Parts, 5-Year Labor, 5-
Year Onsite support with next business day response.  

 

8  Server 2 (Universities)  

#  Parameter  Minimum Specifications  Complianc
e (Y/N)  

1.  Chassis 1 U Rack Mountable  

2.  
CPU 

 
One latest generation Intel 4 Core E5-2600v4 processor 
or higher 

 

3.  

Memory 

16 GB DIMMS scalable to at least Upto 256GB, using 
DDR4 Load Reduced DIMM (LRDIMM) memory 
modules. Should be capable of identifying and reporting 
whether genuine OEM memory is installed. Each 
LRDIMM  should work at 2133MHz  

 

4.  Memory 
Protection 

Advanced ECC  with multi-bit error protection and 
memory online spare mode 

 

5.  HDD Bays 4 LFF max, SAS, SATA, SSD  

6.  Optical drive 
Bay 

One optional optical drive bay to install DVD -ROM or 
DVD-RW. 

 




















































































































